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REVISIONSBERÄTTELSE

Till föreningsstämman i Bostadsrättsföreningen Stören 19
769600-0863

Rapport om årsredovisningen

Vi har utfört en revision av årsredovisningen för Bostadsrättsföreningen Stören 19 för år
2020.

Styrelsens ansvar för årsredovisningen

Det är styrelsen som har ansvaret för att upprätta en årsredovisning som ger en rättvisande
bild enligt årsredovisningslagen och för den interna kontroll som styrelsen bedömer är
nödvändig för att upprätta en årsredovisning som inte innehåller väsentliga felaktigheter,
vare sig dessa beror på oegentligheter eller på fel.

Revisorns ansvar

Vårt ansvar är att uttala oss om årsredovisningen på grundval av vår revision. Detta kräver
att vi planerar och utför revisionen för att uppnå rimlig säkerhet att årsredovisningen inte
innehåller väsentliga felaktigheter.

En revision innefattar att genom olika åtgärder inhämta revisionsbevis om belopp och annan
information i årsredovisningen. Revisorn väljer vilka åtgärder som ska utföras, bland annat
genom att bedöma riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa
beror på oegentligheter eller på fel. Vid denna riskbedömning beaktar revisorn de delar av
den interna kontrollen som är relevanta för hur föreningen upprättar årsredovisningen för att
ge en rättvisande bild i syfte att utforma granskningsåtgärder som är ändamålsenliga med
hänsyn till omständigheterna, men inte i syfte att göra ett uttalande om effektiviteten i
föreningens interna kontroll. En revision innefattar också en utvärdering av
ändamålsenligheten i de redovisningsprinciper som har använts och av rimligheten i
styrelsens uppskattningar i redovisningen, liksom en utvärdering av den övergripande
presentationen i årsredovisningen.

Vi anser att de revisionsbevis som har inhämtat är tillräckliga och ändamålsenliga som grund
för vårt uttalanden.

Uttalanden

Enligt vår uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen
och ger en i alla väsentliga avseenden rättvisande bild av föreningens finansiella ställning
per 2020-12-31 och av dess finansiella resultat för året enligt årsredovisningslagen.
Förvaltningsberättelsen är förenlig med årsredovisningens övriga delar.

Vi tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen.
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Rapport om andra krav enligt lagar och andra författningar

Utöver vår revision av årsredovisningen har vi även utfört en revision av förslaget till
dispositioner beträffande föreningens vinst eller förlust samt styrelsens förvaltning för
Bostadsrättsföreningen Stören 19 för år 2020.

Styrelsens ansvar

Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens
vinst eller förlust, och det är styrelsen som har ansvaret för förvaltningen enligt
bostadsrättslagen.

Revisorns ansvar

Vårt ansvar är att med rimlig säkerhet uttala mig om förslaget till dispositioner beträffande
föreningens vinst eller förlust och om förvaltningen på grundval av vår revision.

Som underlag för vårt uttalande om styrelsens förslag till dispositioner beträffande
föreningens vinst eller förlust har vi granskat om förslaget är förenligt med
bostadsrättslagen.

Som underlag för vårt uttalande om ansvarsfrihet har vi utöver revisionen av
årsredovisningen granskat väsentliga beslut, åtgärder och förhållanden i föreningen för att
kunna bedöma om någon styrelseledamot är ersättningsskyldig mot föreningen. Vi har även
granskat om någon styrelseledamot på annat sätt har handlat i strid med bostadsrättslagen,
årsredovisningslagen eller föreningens stadgar.

Vi anser att de revisionsbevis som inhämtat är tillräckliga och ändamålsenliga som grund för
våra uttalanden.

Uttalanden

Vi tillstyrker att föreningsstämman disponerar vinsten enligt förslaget i
förvaltningsberättelsen och beviljar styrelsens ledamöter ansvarsfrihet för räkenskapsåret.

Stockholm 2021-04-01

Rävisor AB
David Walman
Revisor

Jane Olofsdotter Grip
Internrevisor
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Filnamn Storlek Kontrollsumma


-19062084672021_03_31_08_52_32.pdf 4.0 MB 150e eb73 c689 6a31 e007 3486 de7d d3b9


d629 94f4 800c 3f54 4473 1d60 0245 41aa


Händelser
Datum Tid Händelse


2021-03-31 10:52 Skapat |  via API.


2021-03-31 15:08 Signerat | Per Anders Boqvist, Bostadsrättsföreningen Stören 19


Genomfört med: BankID av Per Anders Boqvist. IP: 94.186.33.186


2021-03-31 20:06 Signerat | Lars Ola Wikander, Bostadsrättsföreningen Stören 19


Genomfört med: BankID av OLA WIKANDER. IP: 94.255.218.18


2021-03-31 20:31 Signerat | Maria Elisabeth Taubert, Bostadsrättsföreningen Stören 19


Genomfört med: BankID av MARIA TAUBERT. IP: 94.255.218.56







Händelser
2021-03-31 20:50 Signerat | Jan Lennart Fahlén, Bostadsrättsföreningen Stören 19


Genomfört med: BankID av LENNART FAHLÉN. IP: 94.255.217.211


2021-04-01 10:21 Signerat | Erik Torkel Mattias Danielsson, Bostadsrättsföreningen Stören 19


Genomfört med: BankID av TORKEL DANIELSSON. IP: 94.255.218.8


Verifikat utfärdat av Egreement AB


Detta verifikat bekräftar vilka parter som har signerat och innehåller relevant information för att verifiera parternas identitet samt


relevanta händelser i anslutning till signering. Till detta finns separata datafiler bifogade, dessa innehåller kompletterande information av


teknisk karaktär och styrker dokumentens och signaturernas äkthet och validitet (för åtkomst till filerna, använd en PDF-läsare som kan


visa bifogade filer). Hash är ett fingeravtryck som varje individuellt dokument får för att säkerställa dess identitet. För mer information,


se bifogad dokumentation.


Verifikation, version: 1.13
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[ {
  "agreementId" : "791ce6b0-91fe-11eb-abda-b94c8ad1bfac",
  "agreementName" : "Årsredovisning",
  "agreementVersion" : "1.13",
  "agreementFiles" : [ {
    "fileName" : "-19062084672021_03_31_08_52_32.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "3997706",
    "fileHash" : "150eeb73c6896a31e0073486de7dd3b9d62994f4800c3f5444731d60024541aa",
    "fileId" : "794c8230-91fe-11eb-a19b-0749f53a130b"
  } ],
  "signees" : [ {
    "personName" : "Erik Torkel Mattias Danielsson",
    "personNr" : "6904250294",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Danielsson",
    "orgNr" : "7696000863",
    "personGivenName" : "Erik Torkel Mattias",
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "personName" : "Lars Ola Wikander",
    "personNr" : "5205306912",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Wikander",
    "orgNr" : "7696000863",
    "personGivenName" : "Lars Ola",
    "email" : "ola.wikander@gmail.com"
  }, {
    "personName" : "Jan Lennart Fahlén",
    "personNr" : "6406287174",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Fahlén",
    "orgNr" : "7696000863",
    "personGivenName" : "Jan Lennart",
    "email" : "lennart_nytorget@hotmail.com"
  }, {
    "personName" : "Per Anders Boqvist",
    "personNr" : "6112127839",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Boqvist",
    "orgNr" : "7696000863",
    "personGivenName" : "Per Anders",
    "email" : "info@andersboqvist.com"
  }, {
    "personName" : "Maria Elisabeth Taubert",
    "personNr" : "7506207187",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Taubert",
    "orgNr" : "7696000863",
    "personGivenName" : "Maria Elisabeth",
    "email" : "maria.taubert@gmail.com"
  } ],
  "time" : "2021-03-31T10:52:54.000+0200",
  "type" : "api",
  "user" : {
    "personName" : "API API_KEY",
    "orgName" : "Sveriges Mäklar- och Organisationstjänst AB",
    "ipAddress" : "188.126.93.49",
    "orgNr" : "5590421631"
  },
  "eventId" : 12,
  "eventClass" : "agreement_created",
  "id" : "7b6ffe70-91fe-11eb-8e1f-4764ee6c2b5d"
}, {
  "id" : "89f18680-91fe-11eb-8e1f-4764ee6c2b5d",
  "time" : "2021-03-31T10:53:18.000+0200",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "lennart_nytorget@hotmail.com"
  }, {
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "email" : "maria.taubert@gmail.com"
  }, {
    "email" : "ola.wikander@gmail.com"
  }, {
    "email" : "info@andersboqvist.com"
  } ]
}, {
  "id" : "0cac1680-9222-11eb-a195-25255b295f14",
  "time" : "2021-03-31T15:07:30.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.186.33.186"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Per Anders Boqvist",
    "personNr" : "6112127839",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Boqvist",
    "orgNr" : "7696000863",
    "personGivenName" : "Per Anders",
    "email" : "info@andersboqvist.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Per Anders Boqvist",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Boqvist",
    "orgNr" : "7696000863",
    "personGivenName" : "Per Anders",
    "email" : "info@andersboqvist.com"
  },
  "signingMetadata" : {
    "personNr" : "196112127839",
    "personSurname" : "Boqvist",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>pGRVH9LnMFwSMM5/O/cjn7LfZ5f0vS1u25UvHrw4cKY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>n5VZYdxBVZtbz9nnaxKwgG6dywFWs1dbEXgAzwzteJ0=</DigestValue></Reference></SignedInfo><SignatureValue>wQHQTxQI+jwqf4JEnKPQUkyMKOltmjxsO4Bd/wisbLetoa8W5ePB3jkyXBRUWdWeFmjqxQucKkXtrH8TKFxQHwsGK7WJhguNisjpAz4rqUHeTtgjttxb93wBMmQ1HgPIZbBcImRqmBPiimheHAXNeRolyzhRgsYlkvoHT7r9gyftAD8mkWjvN7oHYH/skzRKPl5bLbvO69poaoyv5XSBxQe/g7rKiErgblfSs+uhcB0m/u2GCs7jOksJhadr/XagjHw+kBiIZLT1nIDhUAND96m9t2RzLJBfj3Zyr16PkZsNlZoN8Py+U48tfVBMuu1Nbbd0lHtxNzOI2FPregc4/Q==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiA3OTFjZTZiMC05MWZlLTExZWItYWJkYS1iOTRjOGFkMWJmYWMKRGF0dW06IDIwMjEtMDMtMzEKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiLTE5MDYyMDg0NjcyMDIxXzAzXzMxXzA4XzUyXzMyLnBkZiIKMTUwZSBlYjczIGM2ODkgNmEzMSBlMDA3IDM0ODYgZGU3ZCBkM2I5IGQ2MjkgOTRmNCA4MDBjIDNmNTQgNDQ3MyAxZDYwIDAyNDUgNDFhYQotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>NRQyBSBAQDv6vSFpzcRPSKXNA/s=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>SU9T</type><deviceInfo>MTIuNS4x</deviceInfo><uhi>gA2TY50K4DgGWqqquIaKz7YVrTc=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "Per Anders",
    "transactionId" : "de15196690f24b2b",
    "startDate" : "2021-03-31T13:07:39.712+0000"
  },
  "time" : "2021-03-31T15:08:17.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.186.33.186"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "28fdff10-9222-11eb-b1fe-b1ad49b0b1eb"
}, {
  "id" : "299e0fa0-9222-11eb-b1fe-b1ad49b0b1eb",
  "time" : "2021-03-31T15:08:18.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "lennart_nytorget@hotmail.com"
  }, {
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "email" : "maria.taubert@gmail.com"
  }, {
    "email" : "ola.wikander@gmail.com"
  } ]
}, {
  "id" : "af031770-924b-11eb-a195-25255b295f14",
  "time" : "2021-03-31T20:05:32.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.18"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Lars Ola Wikander",
    "personNr" : "5205306912",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Wikander",
    "orgNr" : "7696000863",
    "personGivenName" : "Lars Ola",
    "email" : "ola.wikander@gmail.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Lars Ola Wikander",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Wikander",
    "orgNr" : "7696000863",
    "personGivenName" : "Lars Ola",
    "email" : "ola.wikander@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195205306912",
    "personSurname" : "WIKANDER",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>Aaxu45bCfTKt5s3IPsOYEevwJbRmKwOT3OrGZoMPoMY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>6pQ5waABD9r+3u86TrAgA4xA1L7QDRxJd3pxPCrnXXs=</DigestValue></Reference></SignedInfo><SignatureValue>RRzuvAnFyxJCcicVTOSa4r+vjckkbPyA1nW9NdEE+MPnzx9kuhps3NUACJIF8JJHIQDPX1h89pV3W6UuGpRQWVN68BVcXEl3khI0NLsKT2XaqGdP+c6q6AxwNeQfrv9/OCikn0duMh9ZKj/qyufPfZeZczSbkbU4cBN9w1JUriSffz0jX+3y3j4BYtXwjjnsrKmgDXwDbBzTYF/nuakaHNPLJOKfnHZMXPiga2iHJXxhKMMV8DPjeXX4qy5lmFKs/rvPvJZ2OgGe2mOE3h8/scA8OxtCjcuPGb+NlNf+QwuyzStdjwifKdvFGJaZfp2VRFGzcGUVacQj3P+9bk44SA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SSBzaWduOiAiw4Vyc3JlZG92aXNuaW5nIiAKSUQ6IDc5MWNlNmIwLTkxZmUtMTFlYi1hYmRhLWI5NGM4YWQxYmZhYwpEYXRlOiAzMS8wMy8yMDIxCgo=</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpDb250ZW50OgoKIi0xOTA2MjA4NDY3MjAyMV8wM18zMV8wOF81Ml8zMi5wZGYiCjE1MGUgZWI3MyBjNjg5IDZhMzEgZTAwNyAzNDg2IGRlN2QgZDNiOSBkNjI5IDk0ZjQgODAwYyAzZjU0IDQ0NzMgMWQ2MCAwMjQ1IDQxYWEKLS0tLS0tLS0tLQ==</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>Zd+U3HzOu1vvkoOvt0m4dWvpzCg=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>QU5EUk9JRA==</type><deviceInfo>OQ==</deviceInfo><uhi>vOS1cREwoUOiwGbiuH50lX1qj/0=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "MIIHYAoBAKCCB1kwggdVBgkrBgEFBQcwAQEEggdGMIIHQjCCASOhfDB6MQswCQYDVQQGEwJTRTEWMBQGA1UECgwNSUNBIEJhbmtlbiBBQjETMBEGA1UEBRMKNTE2NDAxMDE5MDE+MDwGA1UEAww1SUNBIEJhbmtlbiBBQiBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcYDzIwMjEwMzMxMTgwNjQ3WjBcMFowQTAJBgUrDgMCGgUABBT6d0fVnFP5Z5YqaflxIFCqevqr0wQUF6LP7RhvKp0ofT/dy+WRLwc7ZYYCCD87vbsVn9fygAAYDzIwMjEwMzMxMTgwNjQ3WqECMAChNDAyMDAGCSsGAQUFBzABAgEB/wQgi+6/LoGWjjdbylVHT02ITx6n+OUK6Zi8JZYCZLrFvl4wDQYJKoZIhvcNAQEFBQADggEBAIVFPPN5an1YK8eB8wpET2ZM3EQXbOGWu3jIF2Vf51ugwfKW77pXHK8024iinmhxCtBxdpbR/br7P4Tino4q57yMtbqmtNWaVZcMtMvNEqrP52fGw2IGFQA2hA28yzcewTK9x08lnxa4XX5OLn/+36xxi3TTUY2HvVp6YH4mCMUXhbaDlLzeJGe4MVsVS+rkwdhmLszA8Qc4w5rpfs/Pb9/u8ZX/vmvfwS3wPg2yJxWewugU7sIIKca9rtH4OhRlTzOeZfi4B8pv75swOEUJjuzAeRaGz9kh6In1wtz91H3BfEF7P3ZxI9WKbh9RrWc5Scj21iG8gDE2b0WtZB6kzVOgggUDMIIE/zCCBPswggLjoAMCAQICCHyoMMI5OhWWMA0GCSqGSIb3DQEBCwUAMG0xCzAJBgNVBAYTAlNFMRYwFAYDVQQKDA1JQ0EgQmFua2VuIEFCMRMwEQYDVQQFEwo1MTY0MDEwMTkwMTEwLwYDVQQDDChJQ0EgQmFua2VuIEFCIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMB4XDTIwMTEwODIzMDAwMFoXDTIxMDUwOTIxNTk1OVowejELMAkGA1UEBhMCU0UxFjAUBgNVBAoMDUlDQSBCYW5rZW4gQUIxEzARBgNVBAUTCjUxNjQwMTAxOTAxPjA8BgNVBAMMNUlDQSBCYW5rZW4gQUIgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQgT0NTUCBTaWduaW5nMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEAuympsuP8F4ccJ9kbzBM1mEfxOIMfPDxFx09WhH1DslZZ8If0oyNw0nJORzeSNDtDg5eA79F8gOuqjzrA6ly1M8YUHLP4nW5Tcx0kR808LhZ1M2wxG/vfq2BytoTlZGjWTVZ8i3rTOam5v7mRem8dZCq/VmtAxi8aPxx94nj6/x8qft3tq/HMPITiSEnzdkSIG1Qq3BSVJa8mfr7tRL/8fOrdfX7mfjw/utKrTJXAXD+lHLsQvwHA4oP1fmMD0FsTy1MCLwq+iKHMKVmWLrpwZTR8665w+ZLrgzCykIgHXe9Z+2ql5kJ0slemfT2BiEN6Gey6ByE4TFB27BNaFsBkxQIDAQABo4GRMIGOMBMGA1UdIAQMMAowCAYGKoVwTgEBMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMJMA4GA1UdDwEB/wQEAwIGQDAPBgkrBgEFBQcwAQUEAgUAMB8GA1UdIwQYMBaAFBeiz+0YbyqdKH0/3cvlkS8HO2WGMB0GA1UdDgQWBBRt7Px9MpqHbX1ilyDP74RW6X0MmTANBgkqhkiG9w0BAQsFAAOCAgEAp+/Fw7Wq+sQiLxKmz2XhAjq/YAbDX+WoZlFcGINCgzn6JjV15X5iHBVUwwmr+Mg9SipXETY6MBE2Um6+yaLbeeKgpwHMI0+DWFxdrQ3KPfqX3CveaAxAnwf/o5jKQFygUTqgMR8HgCShudFiKSCYloIny0U2SZOhOV8gglssElbBoXeaiWi/2AtFpk+ofx0jYPH1E6jQZY4W7Ooct9KbSaiCMzizZvL5IQ+EA0riwovKW1w/TugPmj88rgeYnxKLskGqyyTD/rrOWm51XABjxtJjJNc1r+RFtWCqzhWiSxm7f/C1xgPwjnO0HjSopKuMbtXVYtx0mwcdxMOBKExPAKQNiaRrPVzCRrSP6J4zscyAeyhSh3VW4o7QS0zt+mny/uqHAiNpYs/jZe3CIH+G9YXzZtijSETvWepT9AnbmZXf1iHqm4+5KgjcJXmMRMaCeJTz8l2NEp8p94aaYzAbdsYP3mVcWRK8/vqo2xO1rUaap0vHFJINdVYk/IGP8JDpTS+z8BLMAPigRJexoY8bmGDo7kOFvgGVA7r9gFSIWfT5LOA4QLJfE57LiTvZwUEPd64FaDp5ufO34bnlSZ+T3mPE1x2IqbK00HyJSKgj8Mrc4YHeN9kiX0VEvoBowMp0tZSbunVkuinmgk1mm4rJ7q51kD184s5mYZWSOd0u998=",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "OLA",
    "transactionId" : "8431fe297b819e44",
    "startDate" : "2021-03-31T18:06:12.863+0000"
  },
  "time" : "2021-03-31T20:06:48.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.18"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "dc91fe90-924b-11eb-b1fe-b1ad49b0b1eb"
}, {
  "id" : "dd306170-924b-11eb-b1fe-b1ad49b0b1eb",
  "time" : "2021-03-31T20:06:49.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "lennart_nytorget@hotmail.com"
  }, {
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "email" : "maria.taubert@gmail.com"
  }, {
    "email" : "info@andersboqvist.com"
  } ]
}, {
  "id" : "0a228c00-924f-11eb-99d9-b99a53790c8f",
  "time" : "2021-03-31T20:29:33.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.56"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Maria Elisabeth Taubert",
    "personNr" : "7506207187",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Taubert",
    "orgNr" : "7696000863",
    "personGivenName" : "Maria Elisabeth",
    "email" : "maria.taubert@gmail.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Maria Elisabeth Taubert",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Taubert",
    "orgNr" : "7696000863",
    "personGivenName" : "Maria Elisabeth",
    "email" : "maria.taubert@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "197506207187",
    "personSurname" : "TAUBERT",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>YM2FE3VsGsGCUN65djeD5FvLC6gNawSuT4G39nBDZyE=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>CYuR6/6j4rC/KqxrqI9K3NMspkKoSdwEZFhQ278Jgns=</DigestValue></Reference></SignedInfo><SignatureValue>JseYW9stbOcKcAZ519TlRFjtQaIuuzaxsTAy3PpND8TA05yYEFkHgxuV3AboGqi6MfjeT+wTC9F9PrJbtm01UGvbDK6+2Y7DT7iL5iAxF6OY/L5wHPx9wxqMVs3rojTAYaNrLE6c9rGKEcapQhxDfspXzLSfR7B6H9WfAL523F1Oy0/UI5818VzE2aKeu4Qhj+EgAZv4N2EKGDdzuMdgPBoKY+8DlRiwbX66F+LvlG7Z4ce3fTFleMJr+yaMgqwvd4wCiwBrS1SEmLM0iTWSLvheGb2akiPWLTyiugkKeOeSkpJCq0itEiOyj2ELnWC4gEitW2kVqiNnIBQ3HKX+hg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>MIIFyjCCA7KgAwIBAgIIef0DXR26j3gwDQYJKoZIhvcNAQENBQAwYzELMAkGA1UEBhMCU0UxFjAUBgNVBAoMDUlDQSBCYW5rZW4gQUIxEzARBgNVBAUTCjUxNjQwMTAxOTAxJzAlBgNVBAMMHklDQSBCYW5rZW4gQUIgQ0EgdjEgZm9yIEJhbmtJRDAeFw0xNDA0MjkxMjIzMjVaFw0zNDEyMDExMjIzMjVaMG0xCzAJBgNVBAYTAlNFMRYwFAYDVQQKDA1JQ0EgQmFua2VuIEFCMRMwEQYDVQQFEwo1MTY0MDEwMTkwMTEwLwYDVQQDDChJQ0EgQmFua2VuIEFCIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAxMnoZ7l35NcpVdYp6gnGe6wXua/towQyLhGOL5UXPr0fME6xrFMkhq1yb3MeQihTQHo7g1T3t2MZJaBmyxwlx3mYj7i5U3BYtGrWP5W5EXvJwZORHFrvrEEBC6t5dHSoN4/vkmyXGpxdMLdGXXQOnJ6v55ijN3zfIScQTx2wm9Wo6xtyjd6mikCeWlG1u8wB3+cikuXR6+jFmn8+8iquDFTSziGYxTGv69VQ+g9G1qmUp1wLcCy9GWkkPKEcZspfWNPi/fOy02Rn9i5RWyhq9idwIkC6fuWG+4VKQKxx1AI5QnHd6j+ZK4YRi3+asqWfLW8u4I0cMCGv0fV2Qzmle3qcDUHpKoL0TelB1P7LWNJCDVKcViUtf5ISHUR4y31a8ySK1WWDZTBxjhtbk/JabW0Qn33mujyep6Aantr/9Xw17sAtFREjt3VmwG1Fq6cbsf5p1g9lPNaqbQoaLwy4r+yCNFXmTFzVZpLIKW8oDnifbVJeuyyysfy1urKMByF1LdkSvr6hEWiJ2/wN9AjvJT9ZjvzYdENIoFpx948u2dFMMeuuvsZwtyRjBol+C1ttHjKBbyEHskEYgDNZrVLRjT4fLp7nZ0hCIRld7nSdibOyQw0TFSK6sZDFSWqUe5SrNULnKTXkDHPWodVvHGNQT6gDh3CLIpMDFPpnwlAGjuMCAwEAAaN4MHYwHQYDVR0OBBYEFBeiz+0YbyqdKH0/3cvlkS8HO2WGMA8GA1UdEwEB/wQFMAMBAf8wHwYDVR0jBBgwFoAUyLlpSOM1ep4c0jGeaM8qFUKEdVkwEwYDVR0gBAwwCjAIBgYqhXBOAQUwDgYDVR0PAQH/BAQDAgEGMA0GCSqGSIb3DQEBDQUAA4ICAQAPaaRPlOpiM4+qvu1h+1v+MpUi5gPoMIEFZ1nmXKH5xX2C736pKnPhPAWyYkbD6/CzH4TyhCTOGTaPf/IBKl4rjvqNDdUJvYiPZRNEEQmC/auNHQS+aMVqtuf/nagh6D9vONTME1a5EXWVVyFSrqAatrBXWYkR8p2uCuXiURVhGPnnN6M9gm7uVUGMWCnMHCRe13Gzvrxr4Q7WoYt8YQRlD/RE7RexEAmjbxxIUV6P99ODH6aVz+R7Wl7YpI5r0fPNbeFyDOSjgMMDdexkLWLpXBVYydK2PKDN/Nwp+z+M6l7gEMTRzMDidkEv4bDDdOsEKRu9Ao0a/J8Shj9qX34ke01Qka+/18sTcsfcbzpcQsHE1+4gGTz7wO54RQEgFsrQpshlCizDSjJDT+okz5Og5dsDZMABC8lKJ3g+hGhpxifUz7Lti1iCszw7rAJJRaHaYBY6Tz+jY7LNkDh26eZ/y0gKW2BlMD9qik6GlVqdpxOa8bqnTdZ3tkjmCtP/U1o1D4mXyEJJHb/wazNogCzDOX+urt1NvooDvxS7ZKpQuP7IBAqsfqyf6gl3iYvNJyIzY99AX+mpIY4JVTRgBlfTnRzAeRdJAo7OzngTeqoO9REyv1/rJjArfxUOUSFiL0qclFd/mFUWlqC08M8aqBxDEA3bjlxYPb2GDd28NlMyOA==</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiA3OTFjZTZiMC05MWZlLTExZWItYWJkYS1iOTRjOGFkMWJmYWMKRGF0dW06IDIwMjEtMDMtMzEKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiLTE5MDYyMDg0NjcyMDIxXzAzXzMxXzA4XzUyXzMyLnBkZiIKMTUwZSBlYjczIGM2ODkgNmEzMSBlMDA3IDM0ODYgZGU3ZCBkM2I5IGQ2MjkgOTRmNCA4MDBjIDNmNTQgNDQ3MyAxZDYwIDAyNDUgNDFhYQotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>xq1QRQDjFYtqT8dXFRg9akF2454=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>SU9T</type><deviceInfo>MTQuNC4x</deviceInfo><uhi>nO4kyRT/N7Q4upBeAdwXHI9dv9Q=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "MIIHYAoBAKCCB1kwggdVBgkrBgEFBQcwAQEEggdGMIIHQjCCASOhfDB6MQswCQYDVQQGEwJTRTEWMBQGA1UECgwNSUNBIEJhbmtlbiBBQjETMBEGA1UEBRMKNTE2NDAxMDE5MDE+MDwGA1UEAww1SUNBIEJhbmtlbiBBQiBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcYDzIwMjEwMzMxMTgzMTE0WjBcMFowQTAJBgUrDgMCGgUABBT6d0fVnFP5Z5YqaflxIFCqevqr0wQUF6LP7RhvKp0ofT/dy+WRLwc7ZYYCCBLe2TQiZWivgAAYDzIwMjEwMzMxMTgzMTE0WqECMAChNDAyMDAGCSsGAQUFBzABAgEB/wQgYaV+lwTJLP8HnxUD1g3mJUNMRb5PKoqqRPtQwEkTks4wDQYJKoZIhvcNAQEFBQADggEBAGD3/SF6V9KYmZLAyynyTxin4kJ8BZOTRcQM8ABleNXWVPgxjfhQWAcSDiBq5xsrvqgtKUeFcSZGaQb/nh5ztu5ZiMzA9zPv6mKwQGUb/Yu0DaUifN+06AoiyOawqrDg4vDXYa2P5itZp815D6zyh2j37+a15jz56+T9/pH682CzGRgNSqSb+Xa2XGQ/FZRHuRjmvnD4kDik5zTJbI0Eyi897nOegle7de/TWPhZuvxgPfwLutceQGJKGUb0454J8U41JO0ZTY5OJYjl7FybM13ZXsvpvIJMGSxNPEYsUfxMqTJaeJymSDFgzFTfMRSG1lQIZfSeYJIcV3c8HoVDpB6gggUDMIIE/zCCBPswggLjoAMCAQICCHyoMMI5OhWWMA0GCSqGSIb3DQEBCwUAMG0xCzAJBgNVBAYTAlNFMRYwFAYDVQQKDA1JQ0EgQmFua2VuIEFCMRMwEQYDVQQFEwo1MTY0MDEwMTkwMTEwLwYDVQQDDChJQ0EgQmFua2VuIEFCIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMB4XDTIwMTEwODIzMDAwMFoXDTIxMDUwOTIxNTk1OVowejELMAkGA1UEBhMCU0UxFjAUBgNVBAoMDUlDQSBCYW5rZW4gQUIxEzARBgNVBAUTCjUxNjQwMTAxOTAxPjA8BgNVBAMMNUlDQSBCYW5rZW4gQUIgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQgT0NTUCBTaWduaW5nMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEAuympsuP8F4ccJ9kbzBM1mEfxOIMfPDxFx09WhH1DslZZ8If0oyNw0nJORzeSNDtDg5eA79F8gOuqjzrA6ly1M8YUHLP4nW5Tcx0kR808LhZ1M2wxG/vfq2BytoTlZGjWTVZ8i3rTOam5v7mRem8dZCq/VmtAxi8aPxx94nj6/x8qft3tq/HMPITiSEnzdkSIG1Qq3BSVJa8mfr7tRL/8fOrdfX7mfjw/utKrTJXAXD+lHLsQvwHA4oP1fmMD0FsTy1MCLwq+iKHMKVmWLrpwZTR8665w+ZLrgzCykIgHXe9Z+2ql5kJ0slemfT2BiEN6Gey6ByE4TFB27BNaFsBkxQIDAQABo4GRMIGOMBMGA1UdIAQMMAowCAYGKoVwTgEBMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMJMA4GA1UdDwEB/wQEAwIGQDAPBgkrBgEFBQcwAQUEAgUAMB8GA1UdIwQYMBaAFBeiz+0YbyqdKH0/3cvlkS8HO2WGMB0GA1UdDgQWBBRt7Px9MpqHbX1ilyDP74RW6X0MmTANBgkqhkiG9w0BAQsFAAOCAgEAp+/Fw7Wq+sQiLxKmz2XhAjq/YAbDX+WoZlFcGINCgzn6JjV15X5iHBVUwwmr+Mg9SipXETY6MBE2Um6+yaLbeeKgpwHMI0+DWFxdrQ3KPfqX3CveaAxAnwf/o5jKQFygUTqgMR8HgCShudFiKSCYloIny0U2SZOhOV8gglssElbBoXeaiWi/2AtFpk+ofx0jYPH1E6jQZY4W7Ooct9KbSaiCMzizZvL5IQ+EA0riwovKW1w/TugPmj88rgeYnxKLskGqyyTD/rrOWm51XABjxtJjJNc1r+RFtWCqzhWiSxm7f/C1xgPwjnO0HjSopKuMbtXVYtx0mwcdxMOBKExPAKQNiaRrPVzCRrSP6J4zscyAeyhSh3VW4o7QS0zt+mny/uqHAiNpYs/jZe3CIH+G9YXzZtijSETvWepT9AnbmZXf1iHqm4+5KgjcJXmMRMaCeJTz8l2NEp8p94aaYzAbdsYP3mVcWRK8/vqo2xO1rUaap0vHFJINdVYk/IGP8JDpTS+z8BLMAPigRJexoY8bmGDo7kOFvgGVA7r9gFSIWfT5LOA4QLJfE57LiTvZwUEPd64FaDp5ufO34bnlSZ+T3mPE1x2IqbK00HyJSKgj8Mrc4YHeN9kiX0VEvoBowMp0tZSbunVkuinmgk1mm4rJ7q51kD184s5mYZWSOd0u998=",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "MARIA",
    "transactionId" : "8005d5cf64f3bdbc",
    "startDate" : "2021-03-31T18:30:54.919+0000"
  },
  "time" : "2021-03-31T20:31:14.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.56"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "46864b50-924f-11eb-b021-a1eac3915517"
}, {
  "id" : "4704f130-924f-11eb-b021-a1eac3915517",
  "time" : "2021-03-31T20:31:15.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "lennart_nytorget@hotmail.com"
  }, {
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "email" : "ola.wikander@gmail.com"
  }, {
    "email" : "info@andersboqvist.com"
  } ]
}, {
  "id" : "c0d76540-9251-11eb-a195-25255b295f14",
  "time" : "2021-03-31T20:48:59.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.217.211"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Jan Lennart Fahlén",
    "personNr" : "6406287174",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Fahlén",
    "orgNr" : "7696000863",
    "personGivenName" : "Jan Lennart",
    "email" : "lennart_nytorget@hotmail.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Jan Lennart Fahlén",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Fahlén",
    "orgNr" : "7696000863",
    "personGivenName" : "Jan Lennart",
    "email" : "lennart_nytorget@hotmail.com"
  },
  "signingMetadata" : {
    "personNr" : "196406287174",
    "personSurname" : "FAHLÉN",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>yUOd9SxJ63D+mAOB+t10c8fF3c4LVbTCDA2wSBynaQc=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>6Es9r98WnEqKyh8xtstf351zskpyZJcHzVi/PVLZ4xA=</DigestValue></Reference></SignedInfo><SignatureValue>DuR9gO6XpnQbAXRgmqiCZVxwSD+QNUsjDkORJpwWugonhf7wkufRN0tfxjWHCVmMrMXBsV4t37Wt8zjm8tstY3rePuIhVnOVUk6zpWPPfqr5B5/xKhnrBJo+pUhM9FBY2NZFI2GX0DQal0eGOrUBl58vFSzd1sKhGXdRYSYZFBzOkiOacZqP0nds6BQU61nAvnQ686MLBdzWO/GPagE22uL/vcdbolBf2GBTmYnJomjwMCMEYv5wos8VV0gP0Nvo3idxeSQhU30caxnA+40Wnk3U1y+9+mkUHA+VQgA8IgvIEyQheU0GceHyrgecLCBr6NqpO1TJI1SR4OBLW87FpA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SSBzaWduOiAiw4Vyc3JlZG92aXNuaW5nIiAKSUQ6IDc5MWNlNmIwLTkxZmUtMTFlYi1hYmRhLWI5NGM4YWQxYmZhYwpEYXRlOiAzMS8wMy8yMDIxCgo=</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpDb250ZW50OgoKIi0xOTA2MjA4NDY3MjAyMV8wM18zMV8wOF81Ml8zMi5wZGYiCjE1MGUgZWI3MyBjNjg5IDZhMzEgZTAwNyAzNDg2IGRlN2QgZDNiOSBkNjI5IDk0ZjQgODAwYyAzZjU0IDQ0NzMgMWQ2MCAwMjQ1IDQxYWEKLS0tLS0tLS0tLQ==</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>+nAtlIF7bQbRnaD3W9TZGdF4DHs=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>SU9T</type><deviceInfo>MTQuNC4x</deviceInfo><uhi>a3w1XR99roGepMXy+77QsgmfnUM=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "LENNART",
    "transactionId" : "8d22eb568654ef7b",
    "startDate" : "2021-03-31T18:50:08.202+0000"
  },
  "time" : "2021-03-31T20:50:31.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.217.211"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "f7e9e800-9251-11eb-b1fe-b1ad49b0b1eb"
}, {
  "id" : "f8b37990-9251-11eb-b1fe-b1ad49b0b1eb",
  "time" : "2021-03-31T20:50:32.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }, {
    "email" : "maria.taubert@gmail.com"
  }, {
    "email" : "ola.wikander@gmail.com"
  }, {
    "email" : "info@andersboqvist.com"
  } ]
}, {
  "id" : "226ba4d0-92c3-11eb-b916-4527cf4519d3",
  "time" : "2021-04-01T10:20:35.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.8"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Erik Torkel Mattias Danielsson",
    "personNr" : "6904250294",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Danielsson",
    "orgNr" : "7696000863",
    "personGivenName" : "Erik Torkel Mattias",
    "email" : "torkel.danielsson@brandskyddslaget.se"
  }
}, {
  "signeeInfo" : {
    "personName" : "Erik Torkel Mattias Danielsson",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Danielsson",
    "orgNr" : "7696000863",
    "personGivenName" : "Erik Torkel Mattias",
    "email" : "torkel.danielsson@brandskyddslaget.se"
  },
  "signingMetadata" : {
    "personNr" : "196904250294",
    "personSurname" : "DANIELSSON",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>bcGtywaNHdnPckfIW/FAntckmMt7h5MDQU7uUwrmfBY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>o8Z6KvbOzVnLa+G6polUApQyJAJ2yh2yWxAtGV+j0lA=</DigestValue></Reference></SignedInfo><SignatureValue>Z82nf4KjKajD1wKUZHyYb4HGL7k07KAB4oLOaKmOWH4rk8SUuuI5+UIW6RXsIVMCfXoNsohpko4GXqjZEzIlAVPsagF19ta/LnxikgYxT6aA/fAJCwCP0KljKsdL7hv4fQ8Jo0SunbLQ2OE3lSLq0gPb6cdTWCqUmgwSeVxkDZB2gzRk5K+SVrgcgUXK3R9/VhYII+ZsXQH45SPdd6HuPNvbLt1d662Si0i6usEw+mSHOZVmbtNV+ubx8AVk1YVd8K7tGGGktuo1x1wI9VBcmfWb2OoiknQWX3NuVjsdfCoJ2ZF13x898/1bnzi7u3sL63N3xao/H5ILbK81k/qU0g==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>MIIFVDCCAzygAwIBAgIICsjAPtvDmKUwDQYJKoZIhvcNAQELBQAwbTELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEsMCoGA1UEAwwjU3dlZGJhbmsgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMTkxMDExMjIwMDAwWhcNMjIxMDEyMjE1OTU5WjCBvjELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBAwKREFOSUVMU1NPTjEPMA0GA1UEKgwGVE9SS0VMMRUwEwYDVQQFEwwxOTY5MDQyNTAyOTQxOTA3BgNVBCkMMCgxOTEwMTIgMTIuMjIpIFRPUktFTCBEQU5JRUxTU09OIC0gTW9iaWx0IEJhbmtJRDEaMBgGA1UEAwwRVE9SS0VMIERBTklFTFNTT04wggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQDloLgpGB5h2Bqc3ATj5A7BB3rPwFsHTkmwpzlmG9+pcG4IbbSXAgPq7JdeCUw/D1aK3WBvobaX66NS1NLcRT/sO0b0lDGkdT4D5Zw56TXCdn3T34muMpEX1LY/b/YkWul9UgGF7AeeaZYflURdeAhe4tdpsNgPsePoolwD+BViVZhUd3s7OKaJgA1WyDaRZwk19UTStuDb60YMos1+KrZTSAi/aj2wEY3iVUdH89bG4xxbONJm8NvycEAXb4hQW84DRrC5/HOsHG5vyLVvl/tC5TNNtChm1Qgu0oKak53n1VhU7Y19w1KSyvUNC00TSxJGAvnvf+WovKpUHw0Fl9CfAgMBAAGjgaUwgaIwOwYIKwYBBQUHAQEELzAtMCsGCCsGAQUFBzABhh9odHRwOi8vb2NzcC5yZXZvY2F0aW9uc3RhdHVzLnNlMBMGA1UdIAQMMAowCAYGKoVwTgEFMA4GA1UdDwEB/wQEAwIGQDAfBgNVHSMEGDAWgBR3pAjWrr10I/gDw9fZXmj4IG3CMjAdBgNVHQ4EFgQUdwxOmv7sKCZL02ffG8OOVZPcYuswDQYJKoZIhvcNAQELBQADggIBAJUciTVa4yGIZ4WhG+pwRmaHXuh5Mh4L9lDI0EQ3jTvyefDrxpHWZdin6AgvHSbjnUOfJbzONEaJaS4D92rydtFmUhnDh49qzQaAmraKXZpMb8P1STIuSVom0f1bCgw8WHL27OuQxhMZ730vAUvqNUUMrzN/Nu84XBCqQNUqFX8hDqCGBjWBHwRRgF6EcSsy55emyubmI1HxSsaWmiPVNXwchqkBXJEsdvS3TnlciQNKijQmOthtruFIZP2QyqsQ1mO4xJBFZcuCS57GPWZoxPg689hHJAo6aaTrwSGjSmc5jDtQMHrVS2k0Jz1lAP0L+baTqPbEaDhSau4acWRLbhCFJMqGpSawXduMucnSqa4aRZ6Dnl3aQThwGe67ScVmCMHLOxKtjZrXe1MWgce4cBga6P9tK2g2dyzmtQy+nZxY734tj3PG1uhvGzURKTFH48RqNhAJVDp3nK1pI2eEPBIXDMmIcgnI7oFBLRSm7Tk9jk8+eoGHMPAzJIFuceKibqj5cvWQePfQpB50BdhrRDS0wY6PmbxDdXQqCXqOj/FfIwH3bMSAsgumcijA1GqprQQyx0xrTmeyGyx/FM6gECMYoWXzQcBmKKNJuLmWeC/Wu3ynXeDyOBigIXcY8ga6nudlRNnFyU1RvfNB12WQlXAiwW32Cq3/CsjZzITEdPaE</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiA3OTFjZTZiMC05MWZlLTExZWItYWJkYS1iOTRjOGFkMWJmYWMKRGF0dW06IDIwMjEtMDMtMzEKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiLTE5MDYyMDg0NjcyMDIxXzAzXzMxXzA4XzUyXzMyLnBkZiIKMTUwZSBlYjczIGM2ODkgNmEzMSBlMDA3IDM0ODYgZGU3ZCBkM2I5IGQ2MjkgOTRmNCA4MDBjIDNmNTQgNDQ3MyAxZDYwIDAyNDUgNDFhYQotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>sOW/BOtK7MZUSdusFoUvSe3NXhI=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>SU9T</type><deviceInfo>MTQuNC4y</deviceInfo><uhi>aWMRAnuANabb15tfIpfkXgw2OSE=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "TORKEL",
    "transactionId" : "0c0a94f9c03ed099",
    "startDate" : "2021-04-01T08:20:42.523+0000"
  },
  "time" : "2021-04-01T10:21:00.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.218.8"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "312309f0-92c3-11eb-99d9-b99a53790c8f"
} ]
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Purpose
This document gives an introduction to the collection of reference documentation added to each



agreement signed using Egreement’s service. In case of agreement disputes, this documents and its



referrals should be used as a handbook on how to verify agreements.



Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the



reference documentation.



Glossary



Term Description



Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.



Agreement Creator User who creates the initial agreement and add
contracting parties.



API Application Programming interface



Audit Log The log of events associated with each agreement.



CMS Cryptographic Message Syntax



Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.



Contracting Party User who is to sign an agreement.



Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com



EID Electronic identity such as a certificate or online
identity of some kind.



Hash A cryptographic hash, see Signing



JSON JavaScript Object Notation



JWK JSON Web Key



JWT JSON Web Token



NTP Network Time Protocol
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Term Description



OCSP Online Certificate Status Protocol



PKCS Public Key Cryptography Standards



PKI Public Key Infrastructure



PDF Portable Document Format from Adobe Systems



Signee When a contracting party has signed an
agreement, the party becomes a signee.



TBS To Be Signed. A textual representation of an
agreement.



Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.



XML Extensible Markup Language



Agreement Basics
An agreement has a number of artifacts that together form an agreement:



Figure 1. Agreement content



• Agreement name chosen by Agreement Creator.
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• Agreement ID automatically generated by Egreement’s system.



• Files of different formats, such as text or images, that form the contractual part of the agreement.



• Audit log, created by the Egreement system, keeping records of all major events that have taken



place in the process of concluding the agreement.



• Reference documentation on how Egreement manages agreement creation, signing and conclusion.



This very document is the introduction and first part of the reference documentation.



Version Properties
The following properties apply for the current version of the agreement implementation:



• Agreement File hash algorithm: SHA-256



• Agreement File hash encoding: Hex string



• Reference documents:



◦ Overview



◦ Container Format



◦ Signing



◦ Validation



Workflow
The Egreement workflow contains a number of stages.



1. Create agreement - Start



2. Add agreement files - Upload attachments



3. Add contracting parties - Add people who are to sign the agreement



4. Signature creation - All contracting parties sign the agreement



5. Download - Agreement can be downloaded (optional)



Agreement Creation



When an agreement is to be created, the user chooses a name for the agreement and an ID is



automatically generated.



Agreement Files



An agreement file is a part of the agreement. The file can be of any format. If the file format can be



presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties



After the agreement has been set up, all contracting parties who should sign the agreement are added.



Signature Creation



The user should always sign the complete agreement including all attached files. Metadata which will



serve as proof of user consent to the agreement will be automatically added by the system, making the



agreement tamper proof and self-contained. Each signee can choose from a set of signature methods.



The actual signature creation is handled differently depending on signing method.



In the signature workflow, a number of signees can individually sign the same agreement. The



aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing



is described in detail in Signing.



After the last signee has signed, the agreement will be concluded and therefore the process and



agreement files will be closed.



Download



It is possible to download an agreement from the system to store it offline. The downloaded agreement



is tamper proof, as all parts of the agreement, including main file, attachments and all other artifacts,



are tied to every individual signee. Since this downloaded agreement is more than just a document, it



is referred to as a Container.



Egreement currently supports PDF as container-format which is described more in detail in Container



Format.



Logging



All actions associated with the agreement are stored in the audit log.



Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation



document describes the process how to verify the agreement’s validty.



Reference Documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate



agreements concluded through the Egreement application. The document describes the content,



structure and semantics of the agreement container, required to understand in order to evaluate



agreements or settle possible disputes.



Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a



collection of different information artifacts concerning an agreement made between one or more



contracting parties. Artifacts can be the text on which agreement parties are to agree, individual



parties’ acceptance statements, or records of the events associated with the conclusion of the



agreement. In order to store this information in a secure and self-contained manner, a Container is



needed. The container is simply a file storing all the information needed in a structured and well-



defined way.



Generic Container Structure
The container includes the following artifact types:



• Agreement File - One or more documents, or other types of files (such as images), either uploaded



by the agreement creator or provided by the Egreement application, that togehter constitute the



agreement.



• Audit Log - A log, created by the Egreement system, with recordings of all major events that have



taken place in the process of concluding the agreement.



• Reference Documentation - Documentation how Egreement manages agreement creation, signing



and closing.



• Verification - An agreement summary, including a listing of included agreement files, signees and



an extract of the audit log.



PDF Container



The container format used by Egreement is PDF. All of the listed artifact types are stored as so called



attachments in the PDF container. The reason for adding agreement artifacts as attachments is that



this makes it possible to provide traceability throughout the complete signing process. In order for a



reader to easily be able to view the contents of the agreement, a selection of the attachments is



"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview




Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is



recommended to use the official Adobe Acrobat Reader to view Egreement PDF



containers.



Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also



note that the description field holds the artifact type of the attachment.



Figure 2. PDF Attachments
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How to Validate



The container is a valid PDF agreement if it holds the artifacts defined above.



Container Content



Agreement File



Artifact type: Agreement file



Agreement files are the parts of the agreement which the agreement creator uploads or selects to be



included. These could be documents, forms, images or virtually any type of file. Furthermore,



agreement files can be divided into two categories, agreement files possible to visualize and non-



possible to visualize.



Agreement Files Possible to Visualize



Files possible to visualize, are added as attachments to the container just as all other artifact types, but



they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view



the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,



image-type files and text files.



Agreement Files Non-Possible to Visualize



Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,



though it is represented with name, size and hash of the file. These file types are typically technically



hard or impossible to create a visual representation of, e.g. a sound file or a video file.



How to Validate



To understand what has been agreed and to establish if there is a dispute or if the disagreement



between the contracting parties is actually covered by the agreement, please read and understand the



actual content of the agreement.



Audit Log



Artifact type: Audit log



The audit log attachment is a well-defined, JSON formatted, document presenting all the important



events that have occurred from when the agreement was created until the agreement was closed.



Refer to the "Workflow" chapter in Overview for more details.



The following audit log entry types are defined:
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• Agreement Created



• Agreement Viewed



• Agreement Signed



• Agreement Rejected



• Agreement ExpireOn Changed



• Message Sent



The different log entry types are described in detail below.



Common Structures



All log entry types share common information that is included in every log entry logged.



Table 1. Common Attributes



Parameter name Parameter value example(s) Description



time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.



id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b



An ID of this particular event
(can either be a numeric long
value or Time based UUID).



eventClass agreement_created Name of the type, as listed
below.



eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.



userInfo See UserInfo Information about a user.



UserInfo



The UserInfo structure holds information about the user triggering an event, users being contracting



parties of an agreement as well as other users. Note that only a subset of the parameters is included,



depending on the situation where the UserInfo structure is used.



Table 2. UserInfo



Parameter name Parameter value example(s) Description



ipAddress 212.94.55.131 The IP address of the user.



email john@example.org The user’s email address.



personNr 19550505-1234 (Sweden),
220750-999Y (Finland)



The user’s personal identity
number.
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Parameter name Parameter value example(s) Description



personName John Smith The first and last name of the
user.



personGivenName John The first name of the user.



personSurname Smith The last name of the user.



orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.



orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.



AgreementFileInfo



The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the



user. See Agreement File.



Table 3. AgreementFileInfo



Parameter name Parameter value example(s) Description



fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b



The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).



fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.



fileMimetype application/pdf The agreement file mime type.



fileSize 42253 The size, in bytes, of the
agreement file.



fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.



How to Validate



See Validation how to validate the entire audit log.



Agreement Created



This event is logged when the agreement is created. This is always the first log entry for each



agreement, i.e. no events can take place before this event has occurred.



• EventClass: agreement_created
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• EventId:



◦ 10: When a private user creates an agreement using the web application.



◦ 11: When a company user creates an agreement using the web application.



◦ 12: Agreement created using the API.



Table 4. Agreement Created Specific Information



Parameter name Parameter value example(s) Description



agreementName MyEmployeeAgreement User specified name of the
agreement.



agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b



System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).



agreementVersion 1.13 Version of the agreement
container format.



agreementLocale sv_SE Locale of the agreement
container.



signees List of UserInfo A listing of the signees defined
as parties in the agreement.



agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.



How to Validate



Validating this audit entry requires a number of steps all documented below.



EventTypeId Validation



Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.



Table 5. EventType effect on UserInfo



Type How to validate UserInfo



10 orgNr and orgName must not be set



11 personNr, orgNr and orgName must be set



12 orgNr and orgName must be set



Agreement Metadata



All metadata parameters must be validated according to table below.



Table 6. Agreement Created Metadata Verification
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Parameter name How to validate



agreementName Must be present



agreementId Must be present



agreementVersion Must be less than or equal to 1.13



agreementLocale If present, Must be a valid locale and container
verification page must be in this language



signees See Signees Validation



agreementFiles See Agreement File Validation



Agreement File Validation



Validate that all Agreement File are the correct ones, that they are included, and that there are no



additional files than the ones listed in the audit log.



Audit Log



Check all agreement files in this audit entry and verify that they all exist in the container. Do this by



identifying the attachment by the ID and name stated in the audit entry.



Attachments



Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and



make sure that they are all listed in the create agreement audit entry.



Check Hashsums



For each agreement file, compute the hash and check that the hash in the audit entry is correct.



Signees Validation



Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees



is equal to the number of Agreement Signed entries.



Agreement Viewed



This event is logged every time an agreement is viewed or downloaded.



• EventClass: agreement_viewed



• EventId:



◦ 20: When a user views an agreement using the web application.



◦ 21: When a user views an agreement using a mail link.



◦ 22: When a user views an agreement by downloading it using the web application.



◦ 23: When a user views an agreement using a mail link that is protected using two-factor



authentication.
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Agreement Viewed Specific Information



None



How to Validate



Check that time of entry is after Agreement Created.



Agreement Signed



This event is logged every time a user signs an agreement.



• EventClass: agreement_signed



• EventId:



◦ 30: When a user signs the agreement, not being the last signee.



◦ 31: When a user signs the agreement as the last signee.



◦ 32: When a user tries to sign the agreement but signing fails.



Table 7. Agreement Signed Specific Information



Parameter name Parameter value example Description



signeeInfo See UserInfo Information about the signee.



signMetadata See SignMetadata Signing metadata produced in
the signing process.



Table 8. SignMetadata



Parameter name Parameter value example Description



signatureMethod bankid The ID of the signing method
used.



signature PD94bWwgdm…duYXR1cmU+ The signature encoded as
Base64. The underlying format
depends on the signature
method used.



ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message
encoded as Base64. This
parameter is only included for
some signing methods.



How to Validate



Check that time of entry is after Agreement Created.
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EventType Validation



Table 9. EventType effect on validation



Type How to act



30 Verify as described below.



31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.



TBS Validation



In case of an advanced signature method, re-create TBS according to Signing. The TBS algorithm



requires a number of inputs that should be recovered from Agreement Created.



For non advanced signature methods, TBS validation is not applicable.



Signature Validation



Fetch the signature method pointed out by SigningMethod and verify the signature according to the



corresponding chapter in Signing



Signee Validation



The output from the Signature Validation should be validated according to table below.



Output type How to validate



Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.



User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.



TBS or hash of TBS If TBS validation applies, check that TBS or hash
of TBS matches the re-created TBS from TBS
Validation



Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.



Agreement Rejected



This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.



• EventClass: agreement_rejected



• EventId:
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◦ 40: Agreement rejected by user.



◦ 41: Agreement auto-rejected due to validity timeout.



◦ 42: Agreement withdrawn by agreement creator.



Agreement Rejected Specific Information



None



How to Validate



If one of these audit entries are found, the agreement is not a valid agreement.



Agreement ExpireOn Changed



This event is logged when the agreement expiry date is changed.



• EventClass: agreement_expire_on_changed



• EventId:



◦ 80: Agreement expiry date changed by user.



Table 10. Agreement ExpireOn Changed Specific Information



Parameter name Parameter value example Description



agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.



agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.



How to Validate



Check that time of entry is after Agreement Created.



Message Sent



A message is logged each time the system sends a mail to parties involved in the agreement.



• EventClass: message_sent



• EventId:



◦ 50: Message sent due to event IDs: 10-12



◦ 51: Message sent due to event ID: 30.



◦ 52: Message sent due to event ID: 31.



◦ 53: Message sent due to event ID: 40.
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◦ 54: Message sent due to event ID: 41.



◦ 55: Message sent when agreement is shared.



◦ 56: Message sent when agreement sharing is cancelled.



◦ 57: Message sent when agreement validity is about to expire.



◦ 58: Message sent as a reminder of agreement creation.



◦ 60: Message sent due to event ID: 20-23.



Table 11. Message Sent Specific Information



Parameter name Parameter value example Description



sentTo List of UserInfo A listing of the users to whom
the message is sent.



How to Validate



Check that time of entry is after Agreement Created.



Format



The audit log is included in the container as a JSON-formatted file.



Audit log example



[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.13",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
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    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
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  "eventId" : 30
} ]



Reference Documentation



Artifact type: Reference documentation



Included in the container is also the reference documentation which documents the container format,



overview and details about signing and validation, Etc.



Table 12. Reference Documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630



Verification



Artifact type: Verification



The verification page is included as an attachment in the container, and is also mirrored to the visible



part of the container PDF. The purpose of the verification is to provide the reader with a summary of



the content of the agreement, in combination with important events that have occurred during the



agreement creation and signing process. An overview of the contents of the verification is given below.



Basic Information



Includes the most basic, and always present, information of the agreement. See Agreement Created for
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more details.



• Agreement ID



• Agreement name



• Agreement version



• Creation date



Agreement Files



Lists the different files that the agreement includes. This is primarily the documents uploaded by the



user, which include agreement text and other data. See AgreementFileInfo for more details.



Each agreement file is listed with the following properties:



• Agreement file ID



• Agreement file name



• Agreement file mime type



• Agreement file size



• Agreement file hash



Signees



Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed



with the following properties:



• Signee person number ID



• Signee name



• Signee sign date



Audit Log Extract



The verification ends with a summarizing extract from the audit log. It includes the most important



events and information from the audit log, whereas audit information that is of secondary importance



is filtered out.



Change Log



Agreement Version : 1.1



• Date of Change : 2017-02-28



• Logs
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◦ Representation of agreement parts which are not possible to visualize are to include last



modified date along with the existing information (Name, Size, Hash).



◦ Layout is also changed to display the additional information vertically.



◦ Agreement File section of Verification page to include last modified date & time.



◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).



Agreement Version : 1.2



• Date of Change : 2017-03-15



• Logs



◦ File Title is included in non visible agreement parts.



◦ Removed file Hash information from Attest Page and included file title



Agreement Version : 1.3



• Date of Change : 2017-06-21



• Logs



◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced



Agreement Version : 1.4



• Date of Change : 2018-02-01



• Logs



◦ Audit Events are allowed to have id as Long (number) or UUID



◦ New Signature Method Click signature introduced



Agreement Version : 1.5



• Date of Change : 2018-05-31



• Logs



◦ Norwegian BankID is introduced



Agreement Version : 1.6



• Date of Change : 2018-07-31



• Logs



◦ More information about signature added on attest page



15











Agreement Version : 1.7



• Date of Change : 2019-01-16



• Logs



◦ Draw signature image added on attest page



Agreement Version : 1.8



• Date of Change : 2019-02-01



• Logs



◦ Message Sent for viewed event added in auditlog.json



Agreement Version : 1.9



• Date of Change : 2019-04-04



• Logs



◦ Agreement locale added for agreement created event in auditlog.json



Agreement Version : 1.10



• Date of Change : 2019-05-16



• Logs



◦ Enable rendering of txt files on visual part of the PDF.



Agreement Version : 1.11



• Date of Change : 2019-05-14



• Logs



◦ Agreement expire on changed event added in auditlog.json



Agreement Version : 1.12



• Date of Change : 2020-04-20



• Logs



◦ Localized signing method display text on attest page & in auditlog.json
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Agreement Version : 1.13



• Date of Change : 2020-10-22



• Logs



◦ Finnish EID is introduced



Reference Documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible



to verify the signatures of agreements signed using the Egreement service.



Overview
This document describes how Egreement handles the signature process, including all steps from how



to produce signature texts to make all agreement files tamper proof, to how each Electronic ID (EID)



provider implements its signatures.



System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system



protects the signing process.



All parts providing evidence for the signature, such as hardware, operating system and software, have



to be trusted.



Hardware



Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center



with high availability requirements, used by large banks and e-commerce companies.



Software



For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to



show when certain events occur and are an important evidence when validating an agreement.



The platform synchronizes its time over the standardized Network Time Protocol (NTP).



Electronic Signatures
An electronic signature is any electronic means that indicates either that a person adopts the contents



of an electronic message, or more broadly that the person who claims to have written a message is the



one who wrote it. Examples of electronic signatures are:



• Draw Signature - A handwritten signature drawn on a digital canvas.



• API Signature - A signature created by consuming the web service exposed by Egreement AB.



• SMS Signature - A signature created by responding to an SMS with context specific content.



• Email Signature with OneTimePassword - A signature created by One Time Password(OTP) based
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email service.



• Click Signature - A signature created by personalized link.



• Cryptographic Signature - A signature created using a cryptographic key.



Some types of signatures are classified as advanced electronic signatures. Such an electronic signature:



• is uniquely tied to the signatory,



• makes it possible to identify the signatory,



• is created using material only controlled by the signatory and



• is tied to the signed data in such way that any changes can be detected.



Electronic signatures based on PKI, such as the Swedish BankID, Norwegian BankID and Telia EID



solutions, provide advanced electronic signatures.



Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof



agreement files.



The following chapters introduce some concepts needed to understand cryptography based signatures.



Cryptographic Hash Functions



A cryptographic hash function is any function that can be used to map data of arbitrary size to data of



fixed size where it is practically impossible to find two pieces of input that produces the same hash



value. It is a one way transformation that produces the same result every time. The result is called a



hash and since it is a one way function, it is not possible to re-create the input behind a hash.



Examples on hash functions are:



• SHA.2



• RIPEMD



• Whirlpool



Asymmetric Encryption



In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric



encryption. The difference between them is that the symmetric encryption uses one single key for both



encryption and decryption, while asymmetric uses one key for encryption and another for decryption.



The fact that there are two keys can also be used for creating signatures and serves as a base for many



types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure



(PKI).
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Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only



key that can decrypt the crypto text is the other key belonging to the pair. One key is private and



should not be shared with anyone, the other is public and is used to verify signatures created with the



private key.



Examples on asymmetric keys are:



• RSA



• DSA



Digital Signatures



When signing using asymmetric keys, the signature result is called a raw signature and is just a binary



blob of a specific size, without any information at all. In order for the signature to be used in a



distributed environment, there is a need to add information on who signed the blob, what was signed



and so on.



The combination of metadata and the raw signature is called a digital signature. Some information is



optional:



• Signature time



• X.509 Signature Certificate



• X.509 CA Certificates (who issued the X.509 Signature Certificate)



• Signature text (TBS)



• Hash algorithms used



• Signature algorithm used



• The raw signature



Examples on digital signature formats are:



• CadES/CMS/PKCS#7



• XAdES



Signing
To sign an agreement a number of actions need to be executed:



• Create text representation of agreement



• Create digital signature
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Create text representation



For advanced electronic signatures, where the agreement contents is logically tied to the created



signature, the text needs to be prepared in order to suit the signing method used. The textual



representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text



that is to be digitally signed. For the whole agreement to be tamper proof, the agreement metadata



with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.



It is not possible to sign the actual agreements, since there is a risk that the agreement files are too



large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and



create a representation of it.



For non advanced signatures, where the agreement contents is not directly tied to the signature, the



above preparation is normally not needed.



Digital signature clients allow us to send two different types of TBS. They are:



• Visible TBS



• Hidden TBS



Visible TBS



TBS text that is exposed to the signatories by the digital signature clients. General information about



the Agreement is supplied to digital signature clients as a visible TBS.



Format



I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016



Hidden TBS



TBS text that is hidden from the signatories by the digital signature clients. Agreement content is



reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients



as a hidden TBS.



Format
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----------
Content:



"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73



"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------



Create Digital Signature



For advanced electronic signatures, the cryptographic signature is created by applying the private key



from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset



is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods



describes all methods supported.



For non advanced signatures, signature creation will vary depending on the method.



Signature Methods
Currently, the following signing methods are supported:



• Swedish BankID (advanced electronic signature)



• Norwegian BankID (advanced electronic signature)



• Finnish strong identification



• Telia EID (advanced electronic signature)



• Draw Signature



• API Signature



• SMS Signature



• Email Signature with OneTimePassword



• Click Signature



These are described in detail below.



Swedish BankID



Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is



owned by a number of large swedish banks.
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It is a PKI based solution with support for filebased tokens as well as smart cards, supported on a



number of platforms for desktop and mobile.



Signature format



The BankID client produces an XML Digital Signature as specified in BankID Signature profile.



Audit log



Each signature transaction provides information used in user interface and audit logging:



• personNr - In the form of a Swedish personal identity number.



• personSurname - Surname in capital letters.



• personGivenName - Given name in capital letters.



• startDate - Date when signing was started.



• signatureMethod - Will be bankid or bankid-otherunit.



• transactionId - Transaction ID from backend system.



• signature - Signature, base64 encoded.



How to validate



Validate the signature according to BankID Signature profile.



Output from validation to provide to Signee Validation in Container Format is:



• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the



signature.



• Hashed TBS.



• TBS Hash algorithm.



Norwegian BankID



Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.



It is a PKI based solution that uses a one time password in combination with a personal password,



supported on a number of platforms for desktop and mobile.



Signature format



The BankID client produces an XML Digital Signature as specified in SEID-Prosjektet.
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Audit log



Each signature transaction provides information used in user interface and audit logging:



• personNr - In the form of a Norwegian personal identity number, when available.



• name - Surname and Given name with initial capital letter.



• startDate - Date when signing was started.



• signatureMethod - Will be bankid-no or bankid-no-mobile.



• transactionId - Transaction ID from backend system.



• signature - Evidence, base64 encoded.



How to validate



The signature can be verified on https://www.bankid.no/en/private/solve-my-bankid-problem/read-



signed-documents/



• Base64 encoded TBS.



• TBS RS256 algorithm



Finnish strong identification



Strong identification broker services are provided by Telia Finland for banks and mobile operators in



the Finnish Trust Network ("FTN").



Identity format



Telia produces a signed JWT which contains information about the person.



Table 1. Signed Attributes



Attribute Name Attribute Value



urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus



urn:oid:2.16.840.1.113730.3.1.241 Full name



urn:oid:2.5.4.4 Surname



urn:oid:1.2.246.575.1.14 Given name



More information can be found in Telia Tunnistus.



Audit log



Each signature transaction provides information used in user interface and audit logging:
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• personNr - Finnish personal identity code.



• personSurname - Surname



• personGivenName - Given name



• startDate - Date when signing was started.



• signatureMethod - Will be eid-fi.



• transactionId - Transaction ID from backend system.



• signature - Signed JWT (from Telia).



• publicKey - Public key (JWK) for the signed JWT (from Telia).



How to validate



The signed JWT can be verified using the public key.



Telia



Telia is the largest telephone operator in Sweden. One of the Telia offerings is the Telias electronic ID



service.



Telia’s solution is PKI based, issuing both filebased and smart card EIDs and targeting both private



users and organizations. As an example, the EIDs provided on the Swedish Tax Agency ID cards are



issued by Telia.



Signature format



The Telia client produces PKCS#7/CMS signatures as specified in Cryptographic Message Syntax. The



top structure type is a PKCS #7 signedData (1.2.840.113549.1.7.2) and always contains exactly one (1)



SignerInfo entry in signerInfos. The following signed attributes are included in the SignerInfo



signedAttrs:



Table 2. Signed Attributes



Attribute Name Attribute Value



1.2.840.113549.1.9.3 (PKCS #9 contentType) 1.2.840.113549.1.7.1 (PKCS #7 data)



1.2.840.113549.1.9.5 (PKCS #9 signingTime) Time of signing



1.2.840.113549.1.9.4 (PKCS #9 messageDigest) Hash of the content



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - In the form of a swedish personal number.
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• personSurname - Surname



• personGivenName - Given name



• startDate - Date when signing was started.



• signatureMethod - Will be telia.



• transactionId - Transaction ID from backend system.



• signature - Signature, base64 encoded.



How to validate



Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic



Message Syntax.



Output from validation to provide to Signee Validation in Container Format is:



• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7



signature.



• Hashed TBS



• Hash algorithm



Draw Signature



The draw signature signing method is an electronic counterpart to traditional handwritten signatures.



Using draw signature, the end user draws a signature on a web canvas. The signing method is not



classified as an advanced electronic signature in that it does not tie the user to the contents signed and



does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic



signatures are not required.



Signature format



The signature is represented as a SVG/PNG image.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - In the form of a swedish personal number.



• personSurname - Surname



• personGivenName - Givenname



• signatureMethod - Will be draw-signature.



• signature - The SVG or PNG image, base64 encoded.
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• signatureContentType - The content type of signature eg. image/svg, image/png.



How to validate



Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the



same way as an advanced signature. Also, as the case of traditional handwritten signatures where



there are no formal requirements placed, ocular comparison does not add to trustworthiness.



API Signature



The API Signature is an electronic signature which is done by consuming the web service exposed by



Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web



service. Using this method, user can also send the timestamp of actual time when the sign event took



place. This signing method is not classified as an advanced electronic signature in that it does not tie



the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in



use cases where advanced electronic signatures are not required.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - In the form of a swedish personal number.



• personSurname - Surname



• personGivenName - Givenname



• signatureMethod - Will be api-signature.



• signedOn - Time at which the agreement was actually signed (stated by user)



How to validate



Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the



same way as an advanced signature.



SMS Signature



SMS Signature is an electronic signature created by responding to an SMS with context specific



content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered



mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP



Number is generated by TOTP algorithm by hashing the current time along with the agreement



information. OTP can be regenerated and verified by the same logic provided the given time &



agreement information are same.
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Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• mobile - Mobile no of the signee.



• timestamp - Date when signing was started.



• agreementName - Name of the agreeement.



• signatureMethod - Will be sms-signature.



• OTP - One Time Password.



How to validate



One Time Password (OTP) can be verified using the following algorithm from the attributes



(agreementName, mobile, timestamp).



• HASHLG : Use SHA-256 algorithm to generate hash of the given input.



• hash (array): HASHLG( agreementName + mobile + timestamp)



• random (function): hash[ ${param1} ] & ${param2} << ${param3}



• otp : Follow the below steps to generate OTP from the hash.



◦ offset = random(hash.length - 1, 15, 0)



◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |



random(offset + 3, 255, 0)



◦ otp = binary % 1000000



◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.



• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.



Email Signature with OneTimePassword



Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)



based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to



the registered email address of the signee. The Signee has to submit the OTP in order to sign the



agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with



the agreement information. OTP can be regenerated and verified by the same logic, provided the given



time & agreement information are same.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:
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• email - Email address of the signee.



• timestamp - Date when signing was started.



• agreementName - Name of the agreeement.



• signatureMethod - Will be email-signature.



• OTP - One Time Password.



How to validate



One Time Password (OTP) can be verified using the following algorithm from the attributes



(agreementName, email, timestamp).



• HASHLG : Use SHA-256 algorithm to generate hash of the given input.



• hash (array): HASHLG( agreementName + email + timestamp)



• random (function): hash[ ${param1} ] & ${param2} << ${param3}



• otp : Follow the below steps to generate OTP from the hash.



◦ offset = random(hash.length - 1, 15, 0)



◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |



random(offset + 3, 255, 0)



◦ otp = binary % 1000000



◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.



• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.



Click Signature



Click signature is an electronic signature created by using a personalized link. The personalized link



can be shared by email or directly in an integrated application. When the signee visits the link, it will



take him to the agreement review page where he can click the sign button to sign the agreement.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• email - Email address of the signee.



• timestamp - Date when signing was started.



• signatureMethod - Will be click-signature.



How to validate



Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has
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to keep the link secret.



Reference documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce



that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s



service is self-contained, tamper proof and legally binding, validating the agreement can be enough to



settle legal disputes. This document describes all the steps needed to validate the agreement.



Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The



agreement is stored as a PDF container where any proof of the validity of the agreement is contained



inside the actual container. The process spans from controlling the actual agreement content to



validating the Public Key Infrastructure (PKI) signature status.



The parts that should be validated and covered by this and other references documents are:



• Container validation



• Agreement content



• Retracing signature steps



Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in



Container Format.



Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container



Format how to locate all files of the agreement.



Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the



agreement to the last signee signing the agreement. The list is sorted by the time each action was



logged.



Audit Log Validation Process



Validate each audit entry in the log according to the "How to validate" section of each specific audit



entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.



If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is



considered invalid.



If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is



important to establish if the agreement is considered invalid because someone has tampered with it, or



if there are errors in the tools or in the documentation?



References



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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REVISIONSBERÄTTELSE


Till föreningsstämman i Bostadsrättsföreningen Stören 19
769600-0863


Rapport om årsredovisningen


Vi har utfört en revision av årsredovisningen för Bostadsrättsföreningen Stören 19 för år
2020.


Styrelsens ansvar för årsredovisningen


Det är styrelsen som har ansvaret för att upprätta en årsredovisning som ger en rättvisande
bild enligt årsredovisningslagen och för den interna kontroll som styrelsen bedömer är
nödvändig för att upprätta en årsredovisning som inte innehåller väsentliga felaktigheter,
vare sig dessa beror på oegentligheter eller på fel.


Revisorns ansvar


Vårt ansvar är att uttala oss om årsredovisningen på grundval av vår revision. Detta kräver
att vi planerar och utför revisionen för att uppnå rimlig säkerhet att årsredovisningen inte
innehåller väsentliga felaktigheter.


En revision innefattar att genom olika åtgärder inhämta revisionsbevis om belopp och annan
information i årsredovisningen. Revisorn väljer vilka åtgärder som ska utföras, bland annat
genom att bedöma riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa
beror på oegentligheter eller på fel. Vid denna riskbedömning beaktar revisorn de delar av
den interna kontrollen som är relevanta för hur föreningen upprättar årsredovisningen för att
ge en rättvisande bild i syfte att utforma granskningsåtgärder som är ändamålsenliga med
hänsyn till omständigheterna, men inte i syfte att göra ett uttalande om effektiviteten i
föreningens interna kontroll. En revision innefattar också en utvärdering av
ändamålsenligheten i de redovisningsprinciper som har använts och av rimligheten i
styrelsens uppskattningar i redovisningen, liksom en utvärdering av den övergripande
presentationen i årsredovisningen.


Vi anser att de revisionsbevis som har inhämtat är tillräckliga och ändamålsenliga som grund
för vårt uttalanden.


Uttalanden


Enligt vår uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen
och ger en i alla väsentliga avseenden rättvisande bild av föreningens finansiella ställning
per 2020-12-31 och av dess finansiella resultat för året enligt årsredovisningslagen.
Förvaltningsberättelsen är förenlig med årsredovisningens övriga delar.


Vi tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen.







Rapport om andra krav enligt lagar och andra författningar


Utöver vår revision av årsredovisningen har vi även utfört en revision av förslaget till
dispositioner beträffande föreningens vinst eller förlust samt styrelsens förvaltning för
Bostadsrättsföreningen Stören 19 för år 2020.


Styrelsens ansvar


Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens
vinst eller förlust, och det är styrelsen som har ansvaret för förvaltningen enligt
bostadsrättslagen.


Revisorns ansvar


Vårt ansvar är att med rimlig säkerhet uttala mig om förslaget till dispositioner beträffande
föreningens vinst eller förlust och om förvaltningen på grundval av vår revision.


Som underlag för vårt uttalande om styrelsens förslag till dispositioner beträffande
föreningens vinst eller förlust har vi granskat om förslaget är förenligt med
bostadsrättslagen.


Som underlag för vårt uttalande om ansvarsfrihet har vi utöver revisionen av
årsredovisningen granskat väsentliga beslut, åtgärder och förhållanden i föreningen för att
kunna bedöma om någon styrelseledamot är ersättningsskyldig mot föreningen. Vi har även
granskat om någon styrelseledamot på annat sätt har handlat i strid med bostadsrättslagen,
årsredovisningslagen eller föreningens stadgar.


Vi anser att de revisionsbevis som inhämtat är tillräckliga och ändamålsenliga som grund för
våra uttalanden.


Uttalanden


Vi tillstyrker att föreningsstämman disponerar vinsten enligt förslaget i
förvaltningsberättelsen och beviljar styrelsens ledamöter ansvarsfrihet för räkenskapsåret.


Stockholm 2021-04-01


Rävisor AB
David Walman
Revisor


Jane Olofsdotter Grip
Internrevisor






[ {
  "agreementId" : "d9f3c1b0-92c7-11eb-93df-0757fc073b75",
  "agreementName" : "Årsredovisning",
  "agreementVersion" : "1.13",
  "agreementFiles" : [ {
    "fileName" : "791ce6b0-91fe-11eb-abda-b94c8ad1bfac.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "8514493",
    "fileHash" : "17bbb2adb43345f4607093341fb530dda9a46860c213327a0041f7e74499b03e",
    "fileId" : "da55b7d0-92c7-11eb-b89a-37f0760600fb"
  }, {
    "fileName" : "12798504722021_04_01_08_54_16.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "43433",
    "fileHash" : "2803020da45d4d018765f79378255a86eef878129893cead53d78e77852d776b",
    "fileId" : "daa5ac90-92c7-11eb-95ed-a1cdd6afcd8f"
  } ],
  "signees" : [ {
    "personName" : "Olofsdotter Grip Jane",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Jane",
    "orgNr" : "7696000863",
    "personGivenName" : "Olofsdotter Grip",
    "email" : "griptson@gmail.com"
  }, {
    "personName" : "Walman David",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "David",
    "orgNr" : "7696000863",
    "personGivenName" : "Walman",
    "email" : "info@ravisor.se"
  } ],
  "time" : "2021-04-01T10:54:26.000+0200",
  "type" : "api",
  "user" : {
    "personName" : "API API_KEY",
    "orgName" : "Sveriges Mäklar- och Organisationstjänst AB",
    "ipAddress" : "188.126.93.49",
    "orgNr" : "5590421631"
  },
  "eventId" : 12,
  "eventClass" : "agreement_created",
  "id" : "dcce31e0-92c7-11eb-a4fe-25bc1b07635f"
}, {
  "id" : "e168efb0-92c7-11eb-b916-4527cf4519d3",
  "time" : "2021-04-01T10:54:34.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "188.151.128.224"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Walman David",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "David",
    "orgNr" : "7696000863",
    "personGivenName" : "Walman",
    "email" : "info@ravisor.se"
  }
}, {
  "id" : "f2531350-92c7-11eb-a4fe-25bc1b07635f",
  "time" : "2021-04-01T10:55:02.000+0200",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "info@ravisor.se"
  }, {
    "email" : "griptson@gmail.com"
  } ]
}, {
  "signeeInfo" : {
    "personName" : "Walman David",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "David",
    "orgNr" : "7696000863",
    "personGivenName" : "Walman",
    "email" : "info@ravisor.se"
  },
  "signingMetadata" : {
    "personNr" : "198002043233",
    "personSurname" : "Walman",
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    "ocspResponse" : "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",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "David Oskar Petter",
    "transactionId" : "3c95b58e0bec1fb5",
    "startDate" : "2021-04-01T08:55:14.462+0000"
  },
  "time" : "2021-04-01T10:55:43.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "188.151.128.224"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "0a914860-92c8-11eb-bc16-27e2d0f06546"
}, {
  "id" : "0b4248e0-92c8-11eb-bc16-27e2d0f06546",
  "time" : "2021-04-01T10:55:44.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "griptson@gmail.com"
  } ]
}, {
  "id" : "165efc40-92e2-11eb-99d9-b99a53790c8f",
  "time" : "2021-04-01T14:02:10.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.219.73"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Olofsdotter Grip Jane",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Jane",
    "orgNr" : "7696000863",
    "personGivenName" : "Olofsdotter Grip",
    "email" : "griptson@gmail.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Olofsdotter Grip Jane",
    "orgName" : "Bostadsrättsföreningen Stören 19",
    "personSurname" : "Jane",
    "orgNr" : "7696000863",
    "personGivenName" : "Olofsdotter Grip",
    "email" : "griptson@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195405130088",
    "personSurname" : "Grip",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>RBqlGQg7QiyBkQha1UshcwEskC2UpWNOtkMNgD325W0=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>siZds/czVOLLyA/ml3fB/CSMKRDDbDZhQw/ke5/8GB8=</DigestValue></Reference></SignedInfo><SignatureValue>sJU4sm9Ins44PbVwdaQVQb3DYpgqQnoG2100nzV50G/oEk87VA51kvDSPCguJREExZexQJUyIsSs04v+lj7w6czToF08XCUZ8kjMx8Nka4HCntS6zKXHPO55aUoulbGdwr3B7udfHS73M1DURW9TPORIiO0beB7OP6BqqXyOSeYEwjB3zDlTE0JIJ1q0HhRIMsL2i4Aqb4lqhDJ4uFVHwU2SzDzJtodfNLN8ZikYuqTHYEoda7Hd1RuRybO9ple7hxJ+2x/Ry912gwIgWtkpchAAvh89YrNMlLf2vK0mpDDUGgS6ieAAn8agKhwOFbVBlhb9TcTYdgHLkQMj7SK0Wg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiBkOWYzYzFiMC05MmM3LTExZWItOTNkZi0wNzU3ZmMwNzNiNzUKRGF0dW06IDIwMjEtMDQtMDEKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzkxY2U2YjAtOTFmZS0xMWViLWFiZGEtYjk0YzhhZDFiZmFjLnBkZiIKMTdiYiBiMmFkIGI0MzMgNDVmNCA2MDcwIDkzMzQgMWZiNSAzMGRkIGE5YTQgNjg2MCBjMjEzIDMyN2EgMDA0MSBmN2U3IDQ0OTkgYjAzZQoKIjEyNzk4NTA0NzIyMDIxXzA0XzAxXzA4XzU0XzE2LnBkZiIKMjgwMyAwMjBkIGE0NWQgNGQwMSA4NzY1IGY3OTMgNzgyNSA1YTg2IGVlZjggNzgxMiA5ODkzIGNlYWQgNTNkNyA4ZTc3IDg1MmQgNzc2YgotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>t3zRXHWkpNH8QqRhoyeEQQExlLc=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>QU5EUk9JRA==</type><deviceInfo>OQ==</deviceInfo><uhi>xsgo6J4SVkiuAkG3m9rn5rDzr0o=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "personGivenName" : "Jane Olofsdotter",
    "transactionId" : "edf5ce7b8db80503",
    "startDate" : "2021-04-01T12:03:17.283+0000"
  },
  "time" : "2021-04-01T14:03:43.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.255.219.73"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "4e0a8ab0-92e2-11eb-b916-4527cf4519d3"
} ]
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Purpose
This document gives an introduction to the collection of reference documentation added to each


agreement signed using Egreement’s service. In case of agreement disputes, this documents and its


referrals should be used as a handbook on how to verify agreements.


Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the


reference documentation.


Glossary


Term Description


Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.


Agreement Creator User who creates the initial agreement and add
contracting parties.


API Application Programming interface


Audit Log The log of events associated with each agreement.


CMS Cryptographic Message Syntax


Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.


Contracting Party User who is to sign an agreement.


Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com


EID Electronic identity such as a certificate or online
identity of some kind.


Hash A cryptographic hash, see Signing


JSON JavaScript Object Notation


JWK JSON Web Key


JWT JSON Web Token


NTP Network Time Protocol
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Term Description


OCSP Online Certificate Status Protocol


PKCS Public Key Cryptography Standards


PKI Public Key Infrastructure


PDF Portable Document Format from Adobe Systems


Signee When a contracting party has signed an
agreement, the party becomes a signee.


TBS To Be Signed. A textual representation of an
agreement.


Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.


XML Extensible Markup Language


Agreement Basics
An agreement has a number of artifacts that together form an agreement:


Figure 1. Agreement content


• Agreement name chosen by Agreement Creator.
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• Agreement ID automatically generated by Egreement’s system.


• Files of different formats, such as text or images, that form the contractual part of the agreement.


• Audit log, created by the Egreement system, keeping records of all major events that have taken


place in the process of concluding the agreement.


• Reference documentation on how Egreement manages agreement creation, signing and conclusion.


This very document is the introduction and first part of the reference documentation.


Version Properties
The following properties apply for the current version of the agreement implementation:


• Agreement File hash algorithm: SHA-256


• Agreement File hash encoding: Hex string


• Reference documents:


◦ Overview


◦ Container Format


◦ Signing


◦ Validation


Workflow
The Egreement workflow contains a number of stages.


1. Create agreement - Start


2. Add agreement files - Upload attachments


3. Add contracting parties - Add people who are to sign the agreement


4. Signature creation - All contracting parties sign the agreement


5. Download - Agreement can be downloaded (optional)


Agreement Creation


When an agreement is to be created, the user chooses a name for the agreement and an ID is


automatically generated.


Agreement Files


An agreement file is a part of the agreement. The file can be of any format. If the file format can be


presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties


After the agreement has been set up, all contracting parties who should sign the agreement are added.


Signature Creation


The user should always sign the complete agreement including all attached files. Metadata which will


serve as proof of user consent to the agreement will be automatically added by the system, making the


agreement tamper proof and self-contained. Each signee can choose from a set of signature methods.


The actual signature creation is handled differently depending on signing method.


In the signature workflow, a number of signees can individually sign the same agreement. The


aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing


is described in detail in Signing.


After the last signee has signed, the agreement will be concluded and therefore the process and


agreement files will be closed.


Download


It is possible to download an agreement from the system to store it offline. The downloaded agreement


is tamper proof, as all parts of the agreement, including main file, attachments and all other artifacts,


are tied to every individual signee. Since this downloaded agreement is more than just a document, it


is referred to as a Container.


Egreement currently supports PDF as container-format which is described more in detail in Container


Format.


Logging


All actions associated with the agreement are stored in the audit log.


Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation


document describes the process how to verify the agreement’s validty.


Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate


agreements concluded through the Egreement application. The document describes the content,


structure and semantics of the agreement container, required to understand in order to evaluate


agreements or settle possible disputes.


Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a


collection of different information artifacts concerning an agreement made between one or more


contracting parties. Artifacts can be the text on which agreement parties are to agree, individual


parties’ acceptance statements, or records of the events associated with the conclusion of the


agreement. In order to store this information in a secure and self-contained manner, a Container is


needed. The container is simply a file storing all the information needed in a structured and well-


defined way.


Generic Container Structure
The container includes the following artifact types:


• Agreement File - One or more documents, or other types of files (such as images), either uploaded


by the agreement creator or provided by the Egreement application, that togehter constitute the


agreement.


• Audit Log - A log, created by the Egreement system, with recordings of all major events that have


taken place in the process of concluding the agreement.


• Reference Documentation - Documentation how Egreement manages agreement creation, signing


and closing.


• Verification - An agreement summary, including a listing of included agreement files, signees and


an extract of the audit log.


PDF Container


The container format used by Egreement is PDF. All of the listed artifact types are stored as so called


attachments in the PDF container. The reason for adding agreement artifacts as attachments is that


this makes it possible to provide traceability throughout the complete signing process. In order for a


reader to easily be able to view the contents of the agreement, a selection of the attachments is


"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview



Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is


recommended to use the official Adobe Acrobat Reader to view Egreement PDF


containers.


Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also


note that the description field holds the artifact type of the attachment.


Figure 2. PDF Attachments
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How to Validate


The container is a valid PDF agreement if it holds the artifacts defined above.


Container Content


Agreement File


Artifact type: Agreement file


Agreement files are the parts of the agreement which the agreement creator uploads or selects to be


included. These could be documents, forms, images or virtually any type of file. Furthermore,


agreement files can be divided into two categories, agreement files possible to visualize and non-


possible to visualize.


Agreement Files Possible to Visualize


Files possible to visualize, are added as attachments to the container just as all other artifact types, but


they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view


the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,


image-type files and text files.


Agreement Files Non-Possible to Visualize


Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,


though it is represented with name, size and hash of the file. These file types are typically technically


hard or impossible to create a visual representation of, e.g. a sound file or a video file.


How to Validate


To understand what has been agreed and to establish if there is a dispute or if the disagreement


between the contracting parties is actually covered by the agreement, please read and understand the


actual content of the agreement.


Audit Log


Artifact type: Audit log


The audit log attachment is a well-defined, JSON formatted, document presenting all the important


events that have occurred from when the agreement was created until the agreement was closed.


Refer to the "Workflow" chapter in Overview for more details.


The following audit log entry types are defined:
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• Agreement Created


• Agreement Viewed


• Agreement Signed


• Agreement Rejected


• Agreement ExpireOn Changed


• Message Sent


The different log entry types are described in detail below.


Common Structures


All log entry types share common information that is included in every log entry logged.


Table 1. Common Attributes


Parameter name Parameter value example(s) Description


time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.


id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b


An ID of this particular event
(can either be a numeric long
value or Time based UUID).


eventClass agreement_created Name of the type, as listed
below.


eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.


userInfo See UserInfo Information about a user.


UserInfo


The UserInfo structure holds information about the user triggering an event, users being contracting


parties of an agreement as well as other users. Note that only a subset of the parameters is included,


depending on the situation where the UserInfo structure is used.


Table 2. UserInfo


Parameter name Parameter value example(s) Description


ipAddress 212.94.55.131 The IP address of the user.


email john@example.org The user’s email address.


personNr 19550505-1234 (Sweden),
220750-999Y (Finland)


The user’s personal identity
number.
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Parameter name Parameter value example(s) Description


personName John Smith The first and last name of the
user.


personGivenName John The first name of the user.


personSurname Smith The last name of the user.


orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.


orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.


AgreementFileInfo


The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the


user. See Agreement File.


Table 3. AgreementFileInfo


Parameter name Parameter value example(s) Description


fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b


The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).


fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.


fileMimetype application/pdf The agreement file mime type.


fileSize 42253 The size, in bytes, of the
agreement file.


fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.


How to Validate


See Validation how to validate the entire audit log.


Agreement Created


This event is logged when the agreement is created. This is always the first log entry for each


agreement, i.e. no events can take place before this event has occurred.


• EventClass: agreement_created
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• EventId:


◦ 10: When a private user creates an agreement using the web application.


◦ 11: When a company user creates an agreement using the web application.


◦ 12: Agreement created using the API.


Table 4. Agreement Created Specific Information


Parameter name Parameter value example(s) Description


agreementName MyEmployeeAgreement User specified name of the
agreement.


agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b


System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).


agreementVersion 1.13 Version of the agreement
container format.


agreementLocale sv_SE Locale of the agreement
container.


signees List of UserInfo A listing of the signees defined
as parties in the agreement.


agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.


How to Validate


Validating this audit entry requires a number of steps all documented below.


EventTypeId Validation


Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.


Table 5. EventType effect on UserInfo


Type How to validate UserInfo


10 orgNr and orgName must not be set


11 personNr, orgNr and orgName must be set


12 orgNr and orgName must be set


Agreement Metadata


All metadata parameters must be validated according to table below.


Table 6. Agreement Created Metadata Verification
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Parameter name How to validate


agreementName Must be present


agreementId Must be present


agreementVersion Must be less than or equal to 1.13


agreementLocale If present, Must be a valid locale and container
verification page must be in this language


signees See Signees Validation


agreementFiles See Agreement File Validation


Agreement File Validation


Validate that all Agreement File are the correct ones, that they are included, and that there are no


additional files than the ones listed in the audit log.


Audit Log


Check all agreement files in this audit entry and verify that they all exist in the container. Do this by


identifying the attachment by the ID and name stated in the audit entry.


Attachments


Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and


make sure that they are all listed in the create agreement audit entry.


Check Hashsums


For each agreement file, compute the hash and check that the hash in the audit entry is correct.


Signees Validation


Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees


is equal to the number of Agreement Signed entries.


Agreement Viewed


This event is logged every time an agreement is viewed or downloaded.


• EventClass: agreement_viewed


• EventId:


◦ 20: When a user views an agreement using the web application.


◦ 21: When a user views an agreement using a mail link.


◦ 22: When a user views an agreement by downloading it using the web application.


◦ 23: When a user views an agreement using a mail link that is protected using two-factor


authentication.
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Agreement Viewed Specific Information


None


How to Validate


Check that time of entry is after Agreement Created.


Agreement Signed


This event is logged every time a user signs an agreement.


• EventClass: agreement_signed


• EventId:


◦ 30: When a user signs the agreement, not being the last signee.


◦ 31: When a user signs the agreement as the last signee.


◦ 32: When a user tries to sign the agreement but signing fails.


Table 7. Agreement Signed Specific Information


Parameter name Parameter value example Description


signeeInfo See UserInfo Information about the signee.


signMetadata See SignMetadata Signing metadata produced in
the signing process.


Table 8. SignMetadata


Parameter name Parameter value example Description


signatureMethod bankid The ID of the signing method
used.


signature PD94bWwgdm…duYXR1cmU+ The signature encoded as
Base64. The underlying format
depends on the signature
method used.


ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message
encoded as Base64. This
parameter is only included for
some signing methods.


How to Validate


Check that time of entry is after Agreement Created.
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EventType Validation


Table 9. EventType effect on validation


Type How to act


30 Verify as described below.


31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.


TBS Validation


In case of an advanced signature method, re-create TBS according to Signing. The TBS algorithm


requires a number of inputs that should be recovered from Agreement Created.


For non advanced signature methods, TBS validation is not applicable.


Signature Validation


Fetch the signature method pointed out by SigningMethod and verify the signature according to the


corresponding chapter in Signing


Signee Validation


The output from the Signature Validation should be validated according to table below.


Output type How to validate


Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.


User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.


TBS or hash of TBS If TBS validation applies, check that TBS or hash
of TBS matches the re-created TBS from TBS
Validation


Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.


Agreement Rejected


This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.


• EventClass: agreement_rejected


• EventId:
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◦ 40: Agreement rejected by user.


◦ 41: Agreement auto-rejected due to validity timeout.


◦ 42: Agreement withdrawn by agreement creator.


Agreement Rejected Specific Information


None


How to Validate


If one of these audit entries are found, the agreement is not a valid agreement.


Agreement ExpireOn Changed


This event is logged when the agreement expiry date is changed.


• EventClass: agreement_expire_on_changed


• EventId:


◦ 80: Agreement expiry date changed by user.


Table 10. Agreement ExpireOn Changed Specific Information


Parameter name Parameter value example Description


agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


How to Validate


Check that time of entry is after Agreement Created.


Message Sent


A message is logged each time the system sends a mail to parties involved in the agreement.


• EventClass: message_sent


• EventId:


◦ 50: Message sent due to event IDs: 10-12


◦ 51: Message sent due to event ID: 30.


◦ 52: Message sent due to event ID: 31.


◦ 53: Message sent due to event ID: 40.
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◦ 54: Message sent due to event ID: 41.


◦ 55: Message sent when agreement is shared.


◦ 56: Message sent when agreement sharing is cancelled.


◦ 57: Message sent when agreement validity is about to expire.


◦ 58: Message sent as a reminder of agreement creation.


◦ 60: Message sent due to event ID: 20-23.


Table 11. Message Sent Specific Information


Parameter name Parameter value example Description


sentTo List of UserInfo A listing of the users to whom
the message is sent.


How to Validate


Check that time of entry is after Agreement Created.


Format


The audit log is included in the container as a JSON-formatted file.


Audit log example


[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.13",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
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    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
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  "eventId" : 30
} ]


Reference Documentation


Artifact type: Reference documentation


Included in the container is also the reference documentation which documents the container format,


overview and details about signing and validation, Etc.


Table 12. Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


Verification


Artifact type: Verification


The verification page is included as an attachment in the container, and is also mirrored to the visible


part of the container PDF. The purpose of the verification is to provide the reader with a summary of


the content of the agreement, in combination with important events that have occurred during the


agreement creation and signing process. An overview of the contents of the verification is given below.


Basic Information


Includes the most basic, and always present, information of the agreement. See Agreement Created for
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more details.


• Agreement ID


• Agreement name


• Agreement version


• Creation date


Agreement Files


Lists the different files that the agreement includes. This is primarily the documents uploaded by the


user, which include agreement text and other data. See AgreementFileInfo for more details.


Each agreement file is listed with the following properties:


• Agreement file ID


• Agreement file name


• Agreement file mime type


• Agreement file size


• Agreement file hash


Signees


Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed


with the following properties:


• Signee person number ID


• Signee name


• Signee sign date


Audit Log Extract


The verification ends with a summarizing extract from the audit log. It includes the most important


events and information from the audit log, whereas audit information that is of secondary importance


is filtered out.


Change Log


Agreement Version : 1.1


• Date of Change : 2017-02-28


• Logs
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◦ Representation of agreement parts which are not possible to visualize are to include last


modified date along with the existing information (Name, Size, Hash).


◦ Layout is also changed to display the additional information vertically.


◦ Agreement File section of Verification page to include last modified date & time.


◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).


Agreement Version : 1.2


• Date of Change : 2017-03-15


• Logs


◦ File Title is included in non visible agreement parts.


◦ Removed file Hash information from Attest Page and included file title


Agreement Version : 1.3


• Date of Change : 2017-06-21


• Logs


◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced


Agreement Version : 1.4


• Date of Change : 2018-02-01


• Logs


◦ Audit Events are allowed to have id as Long (number) or UUID


◦ New Signature Method Click signature introduced


Agreement Version : 1.5


• Date of Change : 2018-05-31


• Logs


◦ Norwegian BankID is introduced


Agreement Version : 1.6


• Date of Change : 2018-07-31


• Logs


◦ More information about signature added on attest page
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Agreement Version : 1.7


• Date of Change : 2019-01-16


• Logs


◦ Draw signature image added on attest page


Agreement Version : 1.8


• Date of Change : 2019-02-01


• Logs


◦ Message Sent for viewed event added in auditlog.json


Agreement Version : 1.9


• Date of Change : 2019-04-04


• Logs


◦ Agreement locale added for agreement created event in auditlog.json


Agreement Version : 1.10


• Date of Change : 2019-05-16


• Logs


◦ Enable rendering of txt files on visual part of the PDF.


Agreement Version : 1.11


• Date of Change : 2019-05-14


• Logs


◦ Agreement expire on changed event added in auditlog.json


Agreement Version : 1.12


• Date of Change : 2020-04-20


• Logs


◦ Localized signing method display text on attest page & in auditlog.json
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Agreement Version : 1.13


• Date of Change : 2020-10-22


• Logs


◦ Finnish EID is introduced


Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


17



https://www.ietf.org/rfc/rfc2630



		ContainerFormat

		Table of Contents

		Purpose

		Overview

		Generic Container Structure

		PDF Container

		How to Validate



		Container Content

		Agreement File

		Agreement Files Possible to Visualize

		Agreement Files Non-Possible to Visualize

		How to Validate



		Audit Log

		Common Structures

		UserInfo

		AgreementFileInfo



		How to Validate

		Agreement Created

		How to Validate



		Agreement Viewed

		How to Validate



		Agreement Signed

		How to Validate



		Agreement Rejected

		How to Validate



		Agreement ExpireOn Changed

		How to Validate



		Message Sent

		How to Validate



		Format



		Reference Documentation

		Verification

		Basic Information

		Agreement Files

		Signees

		Audit Log Extract





		Change Log

		Agreement Version : 1.1

		Agreement Version : 1.2

		Agreement Version : 1.3

		Agreement Version : 1.4

		Agreement Version : 1.5

		Agreement Version : 1.6

		Agreement Version : 1.7

		Agreement Version : 1.8

		Agreement Version : 1.9

		Agreement Version : 1.10

		Agreement Version : 1.11

		Agreement Version : 1.12

		Agreement Version : 1.13



		Reference Documentation






Signing
Egreement AB


Version 3.0.110, 2021-01-05







Table of Contents
Purpose . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


Overview . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


System . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


Hardware . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


Software . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


Electronic Signatures. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1


Cryptography . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2


Cryptographic Hash Functions . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2


Asymmetric Encryption . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2


Digital Signatures . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  3


Signing. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  3


Create text representation . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  4


Visible TBS. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  4


Format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  4


Hidden TBS . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  4


Format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  4


Create Digital Signature . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5


Signature Methods . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5


Swedish BankID . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5


Signature format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6


Audit log. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6


Norwegian BankID . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6


Signature format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6


Audit log. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7


Finnish strong identification. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7


Identity format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7


Audit log. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8


Telia . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8


Signature format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8


Audit log. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9


Draw Signature. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9


Signature format . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9







Audit log. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10


API Signature . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10


Audit log . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10


SMS Signature . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10


Audit log . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  11


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  11


Email Signature with OneTimePassword . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  11


Audit log . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  11


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  12


Click Signature . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  12


Audit log . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  12


How to validate . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  12


Reference documentation . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  13







Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible


to verify the signatures of agreements signed using the Egreement service.


Overview
This document describes how Egreement handles the signature process, including all steps from how


to produce signature texts to make all agreement files tamper proof, to how each Electronic ID (EID)


provider implements its signatures.


System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system


protects the signing process.


All parts providing evidence for the signature, such as hardware, operating system and software, have


to be trusted.


Hardware


Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center


with high availability requirements, used by large banks and e-commerce companies.


Software


For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to


show when certain events occur and are an important evidence when validating an agreement.


The platform synchronizes its time over the standardized Network Time Protocol (NTP).


Electronic Signatures
An electronic signature is any electronic means that indicates either that a person adopts the contents


of an electronic message, or more broadly that the person who claims to have written a message is the


one who wrote it. Examples of electronic signatures are:


• Draw Signature - A handwritten signature drawn on a digital canvas.


• API Signature - A signature created by consuming the web service exposed by Egreement AB.


• SMS Signature - A signature created by responding to an SMS with context specific content.


• Email Signature with OneTimePassword - A signature created by One Time Password(OTP) based
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email service.


• Click Signature - A signature created by personalized link.


• Cryptographic Signature - A signature created using a cryptographic key.


Some types of signatures are classified as advanced electronic signatures. Such an electronic signature:


• is uniquely tied to the signatory,


• makes it possible to identify the signatory,


• is created using material only controlled by the signatory and


• is tied to the signed data in such way that any changes can be detected.


Electronic signatures based on PKI, such as the Swedish BankID, Norwegian BankID and Telia EID


solutions, provide advanced electronic signatures.


Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof


agreement files.


The following chapters introduce some concepts needed to understand cryptography based signatures.


Cryptographic Hash Functions


A cryptographic hash function is any function that can be used to map data of arbitrary size to data of


fixed size where it is practically impossible to find two pieces of input that produces the same hash


value. It is a one way transformation that produces the same result every time. The result is called a


hash and since it is a one way function, it is not possible to re-create the input behind a hash.


Examples on hash functions are:


• SHA.2


• RIPEMD


• Whirlpool


Asymmetric Encryption


In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric


encryption. The difference between them is that the symmetric encryption uses one single key for both


encryption and decryption, while asymmetric uses one key for encryption and another for decryption.


The fact that there are two keys can also be used for creating signatures and serves as a base for many


types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure


(PKI).
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Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only


key that can decrypt the crypto text is the other key belonging to the pair. One key is private and


should not be shared with anyone, the other is public and is used to verify signatures created with the


private key.


Examples on asymmetric keys are:


• RSA


• DSA


Digital Signatures


When signing using asymmetric keys, the signature result is called a raw signature and is just a binary


blob of a specific size, without any information at all. In order for the signature to be used in a


distributed environment, there is a need to add information on who signed the blob, what was signed


and so on.


The combination of metadata and the raw signature is called a digital signature. Some information is


optional:


• Signature time


• X.509 Signature Certificate


• X.509 CA Certificates (who issued the X.509 Signature Certificate)


• Signature text (TBS)


• Hash algorithms used


• Signature algorithm used


• The raw signature


Examples on digital signature formats are:


• CadES/CMS/PKCS#7


• XAdES


Signing
To sign an agreement a number of actions need to be executed:


• Create text representation of agreement


• Create digital signature
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Create text representation


For advanced electronic signatures, where the agreement contents is logically tied to the created


signature, the text needs to be prepared in order to suit the signing method used. The textual


representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text


that is to be digitally signed. For the whole agreement to be tamper proof, the agreement metadata


with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.


It is not possible to sign the actual agreements, since there is a risk that the agreement files are too


large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and


create a representation of it.


For non advanced signatures, where the agreement contents is not directly tied to the signature, the


above preparation is normally not needed.


Digital signature clients allow us to send two different types of TBS. They are:


• Visible TBS


• Hidden TBS


Visible TBS


TBS text that is exposed to the signatories by the digital signature clients. General information about


the Agreement is supplied to digital signature clients as a visible TBS.


Format


I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016


Hidden TBS


TBS text that is hidden from the signatories by the digital signature clients. Agreement content is


reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients


as a hidden TBS.


Format
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----------
Content:


"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73


"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------


Create Digital Signature


For advanced electronic signatures, the cryptographic signature is created by applying the private key


from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset


is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods


describes all methods supported.


For non advanced signatures, signature creation will vary depending on the method.


Signature Methods
Currently, the following signing methods are supported:


• Swedish BankID (advanced electronic signature)


• Norwegian BankID (advanced electronic signature)


• Finnish strong identification


• Telia EID (advanced electronic signature)


• Draw Signature


• API Signature


• SMS Signature


• Email Signature with OneTimePassword


• Click Signature


These are described in detail below.


Swedish BankID


Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is


owned by a number of large swedish banks.
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It is a PKI based solution with support for filebased tokens as well as smart cards, supported on a


number of platforms for desktop and mobile.


Signature format


The BankID client produces an XML Digital Signature as specified in BankID Signature profile.


Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - In the form of a Swedish personal identity number.


• personSurname - Surname in capital letters.


• personGivenName - Given name in capital letters.


• startDate - Date when signing was started.


• signatureMethod - Will be bankid or bankid-otherunit.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


How to validate


Validate the signature according to BankID Signature profile.


Output from validation to provide to Signee Validation in Container Format is:


• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the


signature.


• Hashed TBS.


• TBS Hash algorithm.


Norwegian BankID


Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.


It is a PKI based solution that uses a one time password in combination with a personal password,


supported on a number of platforms for desktop and mobile.


Signature format


The BankID client produces an XML Digital Signature as specified in SEID-Prosjektet.
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Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - In the form of a Norwegian personal identity number, when available.


• name - Surname and Given name with initial capital letter.


• startDate - Date when signing was started.


• signatureMethod - Will be bankid-no or bankid-no-mobile.


• transactionId - Transaction ID from backend system.


• signature - Evidence, base64 encoded.


How to validate


The signature can be verified on https://www.bankid.no/en/private/solve-my-bankid-problem/read-


signed-documents/


• Base64 encoded TBS.


• TBS RS256 algorithm


Finnish strong identification


Strong identification broker services are provided by Telia Finland for banks and mobile operators in


the Finnish Trust Network ("FTN").


Identity format


Telia produces a signed JWT which contains information about the person.


Table 1. Signed Attributes


Attribute Name Attribute Value


urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus


urn:oid:2.16.840.1.113730.3.1.241 Full name


urn:oid:2.5.4.4 Surname


urn:oid:1.2.246.575.1.14 Given name


More information can be found in Telia Tunnistus.


Audit log


Each signature transaction provides information used in user interface and audit logging:
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• personNr - Finnish personal identity code.


• personSurname - Surname


• personGivenName - Given name


• startDate - Date when signing was started.


• signatureMethod - Will be eid-fi.


• transactionId - Transaction ID from backend system.


• signature - Signed JWT (from Telia).


• publicKey - Public key (JWK) for the signed JWT (from Telia).


How to validate


The signed JWT can be verified using the public key.


Telia


Telia is the largest telephone operator in Sweden. One of the Telia offerings is the Telias electronic ID


service.


Telia’s solution is PKI based, issuing both filebased and smart card EIDs and targeting both private


users and organizations. As an example, the EIDs provided on the Swedish Tax Agency ID cards are


issued by Telia.


Signature format


The Telia client produces PKCS#7/CMS signatures as specified in Cryptographic Message Syntax. The


top structure type is a PKCS #7 signedData (1.2.840.113549.1.7.2) and always contains exactly one (1)


SignerInfo entry in signerInfos. The following signed attributes are included in the SignerInfo


signedAttrs:


Table 2. Signed Attributes


Attribute Name Attribute Value


1.2.840.113549.1.9.3 (PKCS #9 contentType) 1.2.840.113549.1.7.1 (PKCS #7 data)


1.2.840.113549.1.9.5 (PKCS #9 signingTime) Time of signing


1.2.840.113549.1.9.4 (PKCS #9 messageDigest) Hash of the content


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.
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• personSurname - Surname


• personGivenName - Given name


• startDate - Date when signing was started.


• signatureMethod - Will be telia.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7


signature.


• Hashed TBS


• Hash algorithm


Draw Signature


The draw signature signing method is an electronic counterpart to traditional handwritten signatures.


Using draw signature, the end user draws a signature on a web canvas. The signing method is not


classified as an advanced electronic signature in that it does not tie the user to the contents signed and


does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic


signatures are not required.


Signature format


The signature is represented as a SVG/PNG image.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be draw-signature.


• signature - The SVG or PNG image, base64 encoded.
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• signatureContentType - The content type of signature eg. image/svg, image/png.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. Also, as the case of traditional handwritten signatures where


there are no formal requirements placed, ocular comparison does not add to trustworthiness.


API Signature


The API Signature is an electronic signature which is done by consuming the web service exposed by


Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web


service. Using this method, user can also send the timestamp of actual time when the sign event took


place. This signing method is not classified as an advanced electronic signature in that it does not tie


the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in


use cases where advanced electronic signatures are not required.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be api-signature.


• signedOn - Time at which the agreement was actually signed (stated by user)


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature.


SMS Signature


SMS Signature is an electronic signature created by responding to an SMS with context specific


content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered


mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP


Number is generated by TOTP algorithm by hashing the current time along with the agreement


information. OTP can be regenerated and verified by the same logic provided the given time &


agreement information are same.
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Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.


• signatureMethod - Will be sms-signature.


• OTP - One Time Password.


How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, mobile, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + mobile + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Email Signature with OneTimePassword


Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)


based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to


the registered email address of the signee. The Signee has to submit the OTP in order to sign the


agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with


the agreement information. OTP can be regenerated and verified by the same logic, provided the given


time & agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:
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• email - Email address of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.


• signatureMethod - Will be email-signature.


• OTP - One Time Password.


How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, email, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + email + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Click Signature


Click signature is an electronic signature created by using a personalized link. The personalized link


can be shared by email or directly in an integrated application. When the signee visits the link, it will


take him to the agreement review page where he can click the sign button to sign the agreement.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• signatureMethod - Will be click-signature.


How to validate


Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has
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to keep the link secret.


Reference documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce


that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s


service is self-contained, tamper proof and legally binding, validating the agreement can be enough to


settle legal disputes. This document describes all the steps needed to validate the agreement.


Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The


agreement is stored as a PDF container where any proof of the validity of the agreement is contained


inside the actual container. The process spans from controlling the actual agreement content to


validating the Public Key Infrastructure (PKI) signature status.


The parts that should be validated and covered by this and other references documents are:


• Container validation


• Agreement content


• Retracing signature steps


Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in


Container Format.


Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container


Format how to locate all files of the agreement.


Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the


agreement to the last signee signing the agreement. The list is sorted by the time each action was


logged.


Audit Log Validation Process


Validate each audit entry in the log according to the "How to validate" section of each specific audit


entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.


If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is


considered invalid.


If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is


important to establish if the agreement is considered invalid because someone has tampered with it, or


if there are errors in the tools or in the documentation?


References


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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